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Abstract

Ubiquitous healthcare and/or lifecare services have attracted a great deal of attention in

recent years due to rapid advances in wireless communication technologies which have

led to low-power, highly reliable, and miniaturized sensor nodes. As a result, Wireless

Body Area Network (WBAN) became the next generation of wireless technology for

Wireless Personal Area Network (WPAN). WBAN is communication technology that

provides both medical and consumer electronics (CE) services by using sensors which

function in/on/around a human body. For the standardization of WBANs, The IEEE

802.15 Working Group (WG) constructed Task Group 6 (TG6) in November 2007 and

completed a working baseline document in February 2012. To provide both medical

and CE services simultaneously, the IEEE 802.15.6 standard defines various requirements

such as low power consumption, low latency, low duty cycle, Quality of Service (QoS),

scalability and reliability, which are more strict than other communication technologies

in WPAN. Especially, reliable communication is one of the most important requirements

in WBANs because medical services are directly related to the safety of human lives.

In general, WBANs are densely deployed in a populated area such as a hospital or

a healthcare center, and each WBAN has both intra- and inter-network mobility due to

postural body movement and body-centric operation of WBANs. For these reasons, a

WBAN may dynamically coexist with a varying number of other WBANs, and thus they

may suffer from interference among themselves which then lead to significant performance

deterioration, referred to as the Coexistence problem. In addition, aspects of the coexis-
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Abstract ii

tence problem can be aggravated through intra- and inter-network mobility of WBANs

which are main reasons of frequently changed network condition. In order to solve this

problem, the IEEE 802.15.6 classifies coexistence environment into three different condi-

tions (dynamic, semi-dynamic, and static) according to mobility of coexisting WBANs,

and the IEEE 802.15.6 also defines three different coexistence mitigation schemes (bea-

con shifting, channel hopping, and active superframe interleaving) to handle coexistence

conditions. In addition, the standard defines two-hop star topology extension to help han-

dling of link loss caused by coexistence problem. However, the IEEE 802.15.6 does not

specify detailed algorithms for these coexistence mitigation and handling schemes. More-

over, the standard also does not consider a variety of requirements for different services

and variabilities of network conditions.

In order to overcome the shortcomings of coexistence mitigation schemes in the IEEE

802.15.6 standard and to satisfy requirements of WBANs, this thesis proposes three dif-

ferent coexistence mitigation schemes. The first scheme is an adaptive contention-based

channel access scheme which focuses on mitigating the coexistence problem on a single

channel. When multiple WBANs are densely deployed in narrow region and they occupy

the same channel at the same time, a contention complexity may increase, and it can be

the major reason of performance deterioration. To solve this problem, the first scheme

provides a priority-based channel access which helps to reduce contention complexity and

to improve communication performance. Based on the first scheme, the second scheme

focuses on coexistence mitigation by performing multiple channel usage. Due to limited

bandwidth, the performance of a WBAN which occupies single channel has some lim-

its while performing the first scheme. To resolve these limitations, the second scheme

provides an adaptive channel estimation algorithm to select the best channel. Based on

the proposed channel selection scheme, coexisting WBANs can efficiently mitigate coexis-

tence problem by performing multi-channel usage. Meanwhile, a WBAN may suffer from

frequent link loss due to interference among sensors deployed over a human body and
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frequently changed channel condition by postural body movement, and this problem can

cause unreliable communication and excessive power consumption. In order to solve this

problem, the thesis proposes a relay node selection scheme which flexibly selects the relay

node by using Analytical Hierarchy Process (AHP) that takes into account multitude

of decision factors. The performance of three different schemes are validated through

extensive simulations.
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Chapter 1
Introduction

1.1 Motivation

Wireless Body Area Network (WBAN) is a communication technology that provides both

medical and consumer electronics (CE) services by using sensors in, on, or around a human

body [1]. WBAN aims to actualize ubiquitous healthcare and/or lifecare services which

are a part of typical Internet of Things (IoT) applications. Thus, it is recognized as a core

technology of human-centric wireless communication for both future medical applications

and smart quality of life (QOL) management applications.

To standardize WBAN, the IEEE 802.15 Working Group established Task Group 6

(TG6) in November 2007 [2], and they completed the baseline document in February

2012 [3]. In the baseline document, three different physical (PHY) layers and a medium

access control (MAC) layer are defined in order to provide both medical and CE services

simultaneously, and it also defines extensive and different requirements. As shown in

Figure 1.1, WBANs have wide range of requirements, which include requirements for

another wireless communication technologies such as Bluetooth (IEEE 802.15.1), UWB

(IEEE 802.15.3), and ZigBee (IEEE 802.15.4). Especially, a WBAN has to provide reliable

communication because medical services are directly related to safety of human lives.

In general, WBANs are densely deployed in popular area, and they have both intra-

and inter-network mobility. Thus, the performance of WBANs are suffer from interference

from each other, referred to as the coexistence problem. In order to solve the coexistence

1
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Figure 1.1: Requirements of WBANs.

problem, the IEEE 802.15.6 classifies coexistence environment into three different condi-

tions (dynamic, semi-dynamic, and static) according to mobility of coexisting WBANs.

In addition, it also defines three different coexistence mitigation schemes (beacon shifting,

channel hopping, and active superframe interleaving) to handle coexistence conditions.

However, coexistence mitigation schemes in the IEEE 802.15.6 do not provide detailed

algorithms, and they cannot be fundamental solutions for the coexistence problem. To ef-

ficiently solve the coexistence problem in WBANs,therefore, this thesis handles following

subjects: a priority-based contention-based channel access algorithm on a single channel,

a channel selection scheme for multi-channel usage, and a flexible relay node selection.

These schemes are developed considering with organic operation among them, which may

create synergy effects for handling the coexistence problem in WBANs.
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Figure 1.2: The coexistence problem in overlapped WBAN environment.

1.2 Contribution

The first part of the thesis deals with an adaptive contention-based channel access mode

which focuses on coexistence mitigation on single channel. The MAC protocol in the IEEE

802.15.6 has a hybrid superframe structure operating in single channel manner. The su-

perframe structure uses both contention-free channel access mode and contention-based

channel access mode. Contention-free channel access mode operates based on time-slot

reservation that its performance is more sensitive to coexistence environment because it

is designed without considering external interference. Therefore, contention-free chan-

nel access mode is not suitable to be applied coexistence environment in WBANs. In

contention-based channel access, in contrast, each node accesses channel with carrier sense

multiple access/collision avoidance (CSMA/CA) which is relatively strong to interference

or collision. However, contention complexity may increase when a number of WBANs

are densely deployed in narrow region, and it can lead to quantities of collision and in-

crease of latency. In order to this problem, the proposed channel access mode classifies
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the contention-based access period into four levels by the priority of packet which is de-

fined in the IEEE 802.15.6. The proposed channel access scheme can disperse contention

complexity and reduce power consumption.

The second part of the thesis concentrates on coexistence mitigation through multi-

channel usage. In general, frequency bands in WBANs are divided into a number of

channels, which means that a WBAN can simultaneously transmit with their neighbor

WBANs at the same time when they does not use the same channel. However, the IEEE

802.15.6 MAC protocol uses only single channel which results in physical bandwidth lim-

itation and heavy collisions. More specifically, this problem may be aggravated under

coexistence environments in WBANs. To overcome restriction of single channel MAC

protocol, the thesis propose an channel selection scheme which provides an efficient chan-

nel scanning and an adaptive channel estimation. Based on the proposed channel selection

scheme, WBAN MAC protocol can operate in multi-channel manner, and it can help to

mitigate coexistence problem efficiently.

Under coexistence environment, a WBAN suffers from frequent link loss due to in-

terference among sensors scattered over a body. In addition, the channel condition can

frequently change by postural body movement, which causes increase of packet drops,

retransmission, and eventually power consumption. In order to handle this problem,

the IEEE 802.15.6 defines a two-hop star topology extension to help establish a new link.

However, the two-hop star topology extension does not specify how a relay node should be

selected. In addition the standard also does not consider requirements for different service

applications and variabilities of network conditions in WBANs. To overcome shortcom-

ings of the two-hop star topology extension, the last part of the thesis presents a relay

node selection which flexibly selects the relay node by using Analytical Hierarchy Process

(AHP) that considers a multitude of decision factors, such as average SNR, remaining

energy ratio, and traffic load. In addition, the relay node selection can adaptively satisfy

the requirements of WBAN in various scenarios.
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1.3 Organization

The reset of the thesis is organized as follows:

Chapter 2 briefly introduces background for the IEEE 802.15.6 standard and its re-

quirements. In addition, this chapter also presents the MAC protocol in the IEEE 802.15.6

and describes the coexistence problem in WBANs. After that, we present existing coex-

istence mitigation schemes in the IEEE 802.15.6.

Chapter 3 depicts the proposed channel access scheme for mitigating coexistence prob-

lem in a single-channel scenario. This chapter first analyzes a contention complexity of

traditional contention-based channel access schemes. Based on results of analysis, this

chapter validates the performance of the proposed channel access scheme through exten-

sive simulation respectively.

Chapter 4 illustrates an adaptive channel estimation algorithm for a multi-channel

scenario, which is based on two-state Markov model with an exponentially controlled

channel history.

Chapter 5 describes the proposed relay node selection scheme. This chapter analyzes

existing relay selection schemes and presents the proposed relay node selection for the

two-hop star topology extension in the IEEE 802.15.6 standard which exploits AHP to

satisfy the requirements of WBAN in various scenario under the coexistence environment.

Results of extensive simulation are also presented and they shows that the proposed

relay node selection scheme can provide flexibility and adaptability for various WBANs

scenarios.

Finally, chapter 6 concludes the thesis with future directions and opened research

issues from the proposed comprehensive works.



Chapter 2
Background

In this chapter, the thesis overviews the IEEE 802.15.6 standard for WBAN and intro-

duces requirements of WBANs. In addition, the thesis also presents coexistence mitigation

schemes in the standard and analyzes their unsolved coexistence problems.

2.1 Requirements of WBANs

As mentioned above, the IEEE 802.15.6 standard defines the PHY and MAC layers for

short range, wireless communication in and around the body area. The standard aims to

support a low complexity, low cost, ultra-low power and highly reliable wireless communi-

cation for use in close proximity to, or inside, a human body (but not limited to humans)

to satisfy an evolutionary set of entertainment and healthcare products and services.

The standard intends to address both medical/healthcare applications and other non-

medical applications with diverse requirements. The medical applications cover continu-

ous waveform sampling of biomedical signals, monitoring of vital signal information, and

low rate remote control of medical devices. The non-medical applications include video

and audio, bulk and small data transfer, command and control for interactive gaming etc.

Dependent on the application, the WBAN devices may require a network of anywhere from

a few sensor or actuator devices communicating to the coordinator. In another example,

potentially hundreds of medical and CE sensors can communicate with the coordinator

as a gateway which is connected to backbone network such as local, metropolitan, wide

6
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area network.

Devices for the above applications are usually highly constrained in terms of resource

such as CPU processing power, battery capacity and memory size and operate in unstable

environments. At the same time, medical sensors and actuators may have to be physically

small to be wearable or implantable. The coordinator may also have some form of resource

constraints. However, they are typically less constrained than the medical sensors or

actuators.

The devices can operate various environments such as medical/wellness facilities (e.g.,

hospital, healthcare center, silver town) and home. In addition, multiple WBANs may

operate in narrow area simultaneously. Therefore, they may suffer from interference.

In this operating environment, a WBAN should provide both medical and CE appli-

cations/services simultaneously with various sensor devices located in, on, or around a

human body.

Because of the space limitation and location dependent characteristics of medical infor-

mation, it is unlikely to deploy redundant medical sensors for vital information collection.

As a result, there is little redundancy in the traffic. In addition, the traffic flow in WBANs

can be asymmetric due to the fact that the major medical traffic is point-to-multipoint

(e.g. stimuli) or multipoint-to-point (e.g. ECG) depending on the application philosophy.

During diagnosis, doctor may investigate a parameter in a command/response mode. The

“downstream” traffic (commands) is coming from the coordinator to a particular sensor

or actuator.

WBAN services and its applications have amount of different requirements in terms of

their traffic characteristics. For example, Most of medical applications (e.g., bio-medical

and vital signals sensing) have periodic traffic pattern with small size data, and appli-

cations for the aged or disabled person (e.g., motion detection, fall detection) can be

event-driven, and thus they have bursty traffic pattern. Some applications with delay-

tolerant characteristics collect sensing value and transmit collection of sensing data with
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sensing log information. Some medical sensors alert emergency when the sensing data

is abnormal. Some real-time applications require prioritization of messages to guarantee

deadline (e.g., emergency, ECG, EMG for critical patient)

WBANs can serve remote clinic applications which can be “open loop” or “closed

loop”. In the former case, a set of vital data, which is collected from medical sensors,

may be transmitted from the coordinator to the doctors. Based on the set of vital data,

doctors can command clinic actions to actuators in the network through diagnosis based

on sensing data. “Close loop” control have to satisfy delay requirement (100ms to seconds).

In these applications, the second case of emergency can occur when the packets do not

arrive within the specified interval.

WBANs also aim to provide CE applications (e.g., video, audio, social network, and

games) which include real-time multimedia. In the real-time application, QoS (Quality

of Service) is one of the most important requirement. Therefore, higher throughput and

lower end-to-end latency should be stisfied.

To deal with these requirements of WBANs specifically, the IEEE 802.15.6 published

Technical Requirement Document (TRD) [5]. Detailed requirements of WBANs are de-

scribed as follows:

• Network composition and mobility: A WBAN provides a very short communication

range of at least 3 m, as well as the network configuration should be efficiently

scalable up to 256 devices which may be in close proximity to, or inside, a human

body. Some examples of WBAN links are shown in Figure 2.1. The nodes located

on the torso and head will not move much relative to each other, however the nodes

located on extremities: legs and arms may move relative to each other and the nodes

on the torso and the head. In addition, the network should be workable without

requiring complex set up procedure (simple wireless connection and disconnection)

and shall tolerate dynamic insertion and de-insertion of nodes into a network.
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Figure 2.1: An example of network composition in WBANs.

• Extremely low-power: In some applications, the device in a WBAN should oper-

ate based on battery and they should alive in months or years without recharge

or replace. In addition, some devices which also are supplied power from battery

require tens of hours life due to characteristics of the application and their physical

size. For example, cardiac defibrillators and pacemakers have to operate more than

5 years, and swallowable camera pills generally operate more than 12 hours. Most

of CE devices have requirement of 100-200 hours for non-active mode and several

hours for active mode. Due to this requirement, low power consumption for WBAN

devices is one of the most important issue. More specifically, ultra-low power op-

eration is essential requirement for improve lifetime of implanted devices because

it is difficult to replace or recharge batteries of in-body sensors. In general, peak

power consumption and average power consumption shall be minimized to support

small form factor battery and maximize battery life. In addition, idle listening

and overhearing consumes a significant amount of power in wireless communica-

tion. Meanwhile, reducing duty cycle rate of sensor devices, which shut down radio
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and CPU resource for most of the time, is necessary. To minimize idle listening,

overhearing, packet collision and control overhead, therefore, advanced duty cycling

techniques for sensor devices in WBANs are required. A sleep mode is advantageous

to reduce duty cycle rate, in particular for low duty cycle devices that have sporadic

traffic pattern. In addition, the coordinator which controls wakeup and sleep time

of sensor nodes can reduce frequent wakeup of sensor nodes. These mechanisms

should be supported by the MAC and PHY layers, and TRD defines low duty-cycle

(i.e., sampling rate) to reduce the average transmission power consumption (e.g.,

< 1% or < 10%).

• Transmission rates and traffic patterns: Due to the fact that WBANs provide both

medical and CE services, requirements of various transmission rates should be satis-

fied (e.g., 10Kbps–100Mbps). In addition, WBANs have to provide different traffic

patterns for both medical and CE services. For example, most of medical services

tend to be periodic in nature (e.g., packet generation interval: 1ms–1000s). In con-

trast, CE services occasionally transmit packets which are generated with sporadic

and bursty traffic in general. Therefore, WBANs should provide not only variable

transmission rates but also different traffic patterns.

• Latency: In WBANs, some medical and CE services have to satisfy real-time com-

munication which require QoS. Therefore, throughput and latency should be pro-

vided for real-time services. In detail, medical applications require the maximum

latency of less than 125 ms, and non-medical applications require the maximum

latency of less than 250 ms. In addition, jitter (variation of one-way transmission

delay) should be less than 50 ms.

• Reliable communications: Reliability is one of most important requirements in

WBANs because medical services in WBAN are directly related to the safety of

human lives. However, network conditions frequently change due to the variabil-
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ity of WBAN environment, and it can harmfully affect reliable communications

in WBANs (e.g., link loss, collision, and signal attenuation). To guarantee reli-

able communications, therefore, the IEEE 802.15.6 defines the maximum values of

Packet Error Rate (PER). The PER shall be less than or equal to 10% for a 256

octet payload with a link success probability of 95% over all channel conditions. A

link success probability of 95% is defined as the PER averaged over the channels

that result in the 95% best performance at a given Eb/N0 for a channel models,

i.e., the PER performance due to the worst 5% channels at a given Eb/N0 should

not be included in the average PER calculation. Note that Eb is computed as the

average multi-path signal energy, averaged over the channel realizations for each

channel mode. Meanwhile, capability of providing reliable and immediate reports

in emergency situations and alarm message, which have the highest priority than

other messages, should be provided. One such requirement is to transmission an

“Emergency” condition that the WBAN node has detected. In medical applications,

this might be WBAN sensor detection of heart beat stoppage, excessively low or

high blood pressure or temperature, excessively low or high blood glucose level in

a diabetic patient.

• Scalability: Sensor devices in a WBAN can coexist with other WBAN devices and

different type of devices such as smart phone. The devices need to normally operate

in coexistence situation that devices can be interfere from others to deal with in-

terference ingress (interference coming into the PHY layer) and interference egress

(interference caused by the PHY layer). The attributes may be controlled by MAC

or L3 layer . The devices have to provide normal operation in large interference,

dynamic environment in mobility. Both medical application in hospital, small clinic,

healthcare center and home have to be considered, along with wearable entertain-

ment applications. MAC and PHY should support co-located operation of at least

10 randomly distributed WBANs in a volume of 6*6*6 meters. In particular, im-
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plantable WBAN and wearable WBAN should gracefully coexist in-and-around the

body. A fair bandwidth sharing among collocated WBANs and graceful degradation

of service is desirable for high duty cycle application, while uncoordinated opera-

tion is acceptable for low duty cycle applications. Medical applications should have

higher priority than CE applications in serious coexistence situation.

In summary, WBANs have more extensive and different requirements than other wire-

less communication technologies due to providing both medical and CE services simulta-

neously. Especially, extremely low-power consumption, reliability, and scalability should

be satisfied because WBANs deal with medical services which are closely related to user’s

lives.

2.2 MAC protocol in IEEE 802.15.6

To standardize WBAN, the IEEE 802.15 Working Group (WG) established Task Group

6 (TG6) in November 2007 [2] and completed a working baseline document in February

2012 [3]. In the baseline document, three different physical (PHY) layers are defined

to provide various frequency band such as narrow band which includes Medical Implant

Communications Service (MICS) band and Industrial Scientific and Medical (ISM) band,

Human Body Communication (HBC) band, and Ultra Wide Band (UWB) in order to

provide various transmission rate. In addition, the IEEE 802.15.6 also defines a medium

access control (MAC) layer which are designed to provide integrated management for

those three different PHY layer.

In the IEEE 802.15.6 MAC protocol generally exploits a time reference-based super-

frame structure. The time axis is divided into superframes of equal length and each

superframe is composed of allocation slots of equal length. An allocation interval is ref-

erenced in terms of the numbered allocation slot, and a point of time is referenced in

terms of the numbered allocation slots preceding. The time reference-based superframe
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Figure 2.2: Beacon mode with beacon periods.

Figure 2.3: Allocation interval and access methods permitted in a MAP.

structure can be classified into two difference modes: Beacon mode with superframes and

Non-beacon mode with superframe. In addition, the IEEE 802.15.6 additionally provides

Non-beacon mode without superframes which does not consider superframe periods. The

detail of each access mode is as follows.

In Beacon mode with superframes, coordinator organize applicable access period in

each superframe as illustrated in Figure 2.2, where B srands for beacon. Coordinator

maintains more than one inactive periods after each active superframe, if there are no al-

location intervals scheduled in the inactive periods. In an active superframe, coordinator

transmits a beacon and provides access periods: exclusive access period 1 (EAP1), random

access period 1 (RAP1), managed access period (MAP), exclusive access period 2 (EAP2),

random access period 2 (RAP2), another managed access period (MAP), and contention

access period (CAP). In EAP1, RAP1, EAP2, RAP2, and CAP, all sensor nodes access

channel by using CSMA/CA or slotted Aloha. Especially, the standard define priori-

ties for different traffic types in order to give transmission priority in contention-based
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channel access as shown in Table 2.1. Each traffic types have different minimum and

maximum contention window value, and higher priority traffic type can be preferentially

transmitted than lower priority traffic type. In contrast, as depicted in Figure 2.3, MAP

is operated based on time referenced allocation which is similar to time division mul-

tiple access (TDMA), and it can be classified into scheduled up/down/bilink allocation

intervals, unscheduled bilink allocation intervals. In addition, MAP also provide impro-

vised access methods such as type-I, type-II, immediate polled allocation intervals, and

posted allocation interval. On the other hand, in an inactive periods, coordinator does

not transmit any beacon and does not provide any access periods.

In non-beacon mode with superframes, coordinator has only a MAP in any superframe

as illustrated in Figure 2.4.

In non-beacon mode without superframes, coordinator provides unscheduled bilink

allocation intervals comprising type-II polled allocation and/or posted allocations, as

presented in Figure 2.5. After determining that coordinator for the next frame exchange

is operating in non-bacon mode without superframes, each node treats any time interval

Table 2.1: Priorities and minimum/maximum CE values according to traffic type

Priority Traffic type
CW

MinCW MaxCW

Lowest

Highest

0 Background (BK) 16 64

1 Best effort (BE) 16 32

2 Excellent effort (EE) 8 32

3 Video (VI) 8 16

4 Voice (VO) 4 16

5 Medical data or network control 4 8

6 High-priority medical data or network control 2 8

7 Emergency or medical implant event report 1 4
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Figure 2.4: Layout of access phases in a superframe for non-beacon mode.

Figure 2.5: Allocation intervals and access mothods permitted for non-beacon mode with-

out superframes.

as a portion of EAP1 or RAP1 and employs CSMA/CA based random access to obtain

a contended allocation.

2.3 Coexistence problem in WBANs

In general, WBANs are densely deployed in a populated area such as a hospital or health-

care center, and WBAN has inter-network mobility due to body-centric operation of

WBAN. For this reason, WBAN may dynamically coexist with a varying number of other

WBANs as shown in Figure 2.6. In this situation, coexisting WBANs may suffer from

interference among them, which cause significant performance degradation, referred to as

the ‘Coexistence problem’.
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Figure 2.6: Coexistence of multiple WBANs.

2.3.1 Aspects of coexistence problem among WBANs

In early stage of WBAN development, the IEEE 802.15.4 protocol, a typical low-

power protocol for WPANs, was considered for WBAN implementation. However, IEEE

802.15.4-based WBAN cannot handle coexistence problem because the IEEE 802.15.4 is

designed without considering coexistence mitigation.

To identify aspects of coexistence problem among IEEE 802.15.4-based WBAN, J.

Choi et al. performs preliminary experiments [4]. In these experiments, the authors have

constructed experimental environment which composes two WBANs which consist of a

coordinator and four sensor nodes which contains ATmega128 and CC2420. Each sensor

node transmits dummy data to the coordinator with 14.4 kbps data rate. To compare

performance of coexisting WBANs and non-coexisting WBAN according to channel access

schemes, we consider four different scenarios as shown in Table 2.2. The authors assume
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Table 2.2: Experimental scenarios

Interfered

(Scenario 1)

Non-interfered

(Scenario 2)

Interfered

(Scenario 3)

Non-interfered

(Scenario 4)

Measurement

WBAN

Non-beacon

CAP

Non-beacon

CAP

Beacon-enabled

CFP

Beacon-enabled

CFP

Interfering

WBAN

Non-beacon

CAP
-

Non-beacon

CAP
-

that experiments in scenario 1 and 3 are interfered from the coexisting WBAN which is

set to non-beacon CAP mode and interfering WBANs do not exist in scenario 2 and 4.

Experiments in scenario 1 and 2 operate based on non-beacon CAP mode, and those in

scenario 3 and 4 operate based on beacon-enable CFP mode. Based on these experimental

setup, they measure the packet reception ratio (PRR).

Figure 2.7 illustrates results of scenario 1 and 2, and Figure 2.8 does results of scenario

3 and 4. When there is no interfering WBAN (scenario 2 and 4), more than 90% of PRR

is obtained. On the contrary, PRR in scenario 1 and 3 is decreased due to interfering

WBANs. Especially, in scenario 4 (beacon-enable CFP mode with interfering WBAN),

PRR decreases dramatically because CFP operates based on time-slot reservation (GTS

allocation) and it does not provide recovery process for failed transmission. Based on

these experimental results, we can confirm that WBANs based on CAP mode is relatively

strong to interference or collision due to CSMA/CA. On the other hand, WBANs based

on CFP mode are sensitive to other coexisting WBANs because it is designed without

considering external interferences.

In summary, through the preliminary study, they have found that IEEE 802.15.4-

based WBANs may suffer from coexistence problem which occurs low transmission relia-

bility. Especially, external interferences significantly influence reliability and performance

of WBAN when it operates based on CFP mode.
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Figure 2.7: Results of scenario 1 and 2 (non-beacon CAP)

Figure 2.8: Results scenario 3 and 4 (beacon-enable CFP)
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Figure 2.9: Beacon shifting.

2.3.2 Coexistence mitigation schemes

To deal with coexistence problems in WBANs, the IEEE 802.15.6 defines three different

coexistence mitigation schemes [3]. In coexisting WBAN, collision of beacon transmis-

sion means that the coordinator cannot communicate with its member nodes until unit

communication time because beacon message is used to announce essential information

for communication between the coordinator and member nodes. In this point of view, to

guarantee successful beacon transmission, the IEEE 802.15.6 defines the first coexistence

mitigation scheme,Beacon shifting, that shifts beacon transmission time to avoid potential

repeated beacon collision among neighboring WBANs which operate in the same channel.

Figure 2.9 shows details of Beacon shifting scheme. In Beacon shifting, the coordinator

selects one of Beacon shifting index (m) which indicates a set of Beacon shifting phase

(PNm) and Beacon shifting sequence for each beacon period (BP). After selecting Beacon

shifting index, coordinator obtains beacon transmission time offset (BTTO) and adjusts

beacon period start time (BPST) based on BP number and Beacon shifting index.

The second coexistence mitigation scheme in the standard is Channel hopping. In the

coexistence situation, the coordinator can change its operating channel in the operating

frequency band periodically by choosing particular channel hopping sequence that is not

being used by its adjacent WBANs. To hop to a new channel, the coordinator generates

a channel hopping sequence based on the maximum-length Galois linear feedback shift
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Figure 2.10: Active superframe interleaving.

register (LFSR). After getting the channel hopping sequence, the coordinator performs

channel scanning over a given list of candidate channels in a specific frequency band.

At the end of channel scanning, the coordinator selects an unused channel as the new

operating channel. If there is no free channel, coordinator randomly selects the new

channel and operates other coexistence mitigation schemes for the selected channel to

avoid congestion.

Actually, a WBAN may share the same operating channel with its neighborhoods with

or without interleaving their active superframes. In this situation, coexisting WBANs

should avoid interference among them. To solve this problem, as shown in Figure 2.10,

IEEE 802.15.6 proposes Active superframe interleaving which alternates Active period and

Inactive period of superframe among coexisting WBANs with negotiating transmission

time among their coordinators.

However, these schemes cannot be exploits due to the detailed protocols schemes are

not provided in the standard.
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2.3.3 Two-hop star topology extension

As mentioned above, network conditions of WBANs frequently change due to inter- and

intra-network mobility, and these variabilities can cause link loss between the coordinator

and sensor nodes. Frequent link losses decrease network stability and lead to network par-

titioning which cause unreliable communication. To tackle this issue, the IEEE 802.15.6

defines Two-hop star topology extension to help establish a new link [3]. The two-hop

star topology extension provides the relay discovery and selection procedure, which can

be either coordinator centric or relay node centric. Figure 2.11 shows details of both the

coordinator centric and the relay node centric approach.

In the coordinator centric approach, the node initiates a procedure to find and es-

tablish a link to a relay node when it detects that the communication link with the

coordinator is poor. This is achieved by overhearing ACK or Management frames origi-

nating from a relay node and destined to the coordinator, which indicates that the relay

node is within the range of both the coordinator and the node and the link between the

relay node and the coordinator is reliable. The node will then initiate the establishment

of a new link with the discovered relay node by sending a Connection Request message to

the relay node. If the relay node accepts the request, it forwards this message to the co-

ordinator and sends an ACK to the node. When the coordinator receives the Connection

Request message from the node, it sends a Connection Assignment 1 message to inform

the relay node of the updated radio resource allocation between the coordinator and the

relay node. The coordinator also sends a Connection assignment 2 message to inform the

relay node of the additional radio resource allocation for the new link between the relay

node and the node, which is then forwarded to the node. Finally, the node can send data

to the coordinator through the relay node.

Figure 2.11 also illustrates the relay discovery procedure for the relay node centric

approach. This approach provides the new relay link establishment to both connected

and disconnected nodes. A relay node may optionally provide synchronization to the
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Figure 2.11: The relay discovery and selection procedure for the two-hop star topology

extension of IEEE 802.15.6.
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nodes in the WBAN (connected or disconnected) when it operates based on the Beacon-

enable mode. This is done by having the relay node send a Broadcast message, which

includes a timestamp and resource allocation specification. The purpose of the Broadcast

message is to provide the disconnected nodes an opportunity to establish a connection

with a suitable relay node in order to communicate with the coordinator. After the node

receives the Broadcast message, it will authenticate the relay node. If the authentication

is successful, the node transmits Connection Request message to the relay node to request

for additional resources for communication between the relay node and the node. The

next resource allocation procedure for the relay node centric approach is the same to as

the coordinator centric approach.

Note that in both coordinator and relay node centric approaches, the node selects

the first relay node that replies with an ACK. This means that the IEEE 802.15.6 stan-

dard does not consider multiple relay candidates to provide adaptiveness to continuously

changing network condition, network lifetime, and latency. Moreover, IEEE 802.15.6 does

not provide any provisioning to recover the direct link between the coordinator and the

node when the network condition improves, which can eliminate the unnecessary power

consumption of the relay node.



Chapter 3
Channel Access for Single-channel WBAN

In this chapter, the thesis explains an aspect of contention complexity under coexistence

environment. To solve the contention complexity problem, the thesis illustrates the proposed

channel access algorithm which provides a priority-based adaptive channel access algorithm

based on classified traffic priorities and four different sub-access phases.

3.1 Overview

As mentioned in chapter 2.2, WBAN MAC protocol exploits two different channel access

methods: time referenced allocation and contention-based access. In general, time ref-

erenced allocation method is similar to fundamental TDMA which allocates time slots

to each member nodes. Because time referenced allocation method assumes that re-

served time slots are not contaminated from external interference However, its perfor-

mance is highly sensitive to interference from other coexisting WBANs. On the contrary,

contention-based access method is relatively less vulnerable to interference or collision due

to the fact that it provides opportunistic channel access with CSMA/CA or slotted-Aloha.

However, when many nodes are densely deployed in narrow region, contention complexity

can increase quantities of collisions and amount of power consumption. Therefore, reduc-

ing contention complexity among coexisting WBANs is one of the most important issues

to satisfy requirements of WBANs.

Meanwhile, the IEEE 802.15.6 classifies traffic into eight different types and gives

24
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(a) Density of sensor nodes in WSNs (b) Density of sensor nodes in WBANs

Figure 3.1: A different aspect according to type of network and density.

priority for each traffic types to provide prioritized channel access for contention-based

access mode. However, as explained in chapter 2.1, a WBAN should accommodate up to

256 sensor nodes, and up to 10 coexisting WBAN have to normally work in 6×6×6m3 area

with fair bandwidth sharing. In this sense, density of sensor nodes in a WBAN is relatively

higher than traditional wireless sensor networks as illustrated in Figure 3.1. Therefore,

priority-based channel access policy in the IEEE 802.15.6 cannot resolve fundamental

problems generated from high contention complexity.

The thesis proposes a priority-based adaptive channel access scheme for contention-

based channel access mode of single-channel MAC protocol in WBANs. The proposed

scheme categorizes traffic priority into four levels according to traffic types defined in the

IEEE 802.15.6 baseline document, and it provides four different sub-periods based on

categorized traffic levels to disperse contention complexity.
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3.2 Related work

In this section, the thesis introduces the IEEE 802.15.4 which is the fundamental low-

power communication technology in WPAN to analyze aspects of coexisting situation on

IEEE 802.15.4-based WBAN MAC protocol. In addition, the thesis explains existing

IEEE 802.15.4-based coexistence mitigation schemes for WBANs and analyzes communi-

cation performance of WBAN MAC protocol under coexistence environment.

In the early stage of WBAN development, the IEEE 802.15.4 protocol, a typical low-

power protocol for WPANs was considered for WBAN services. As shown in Figure 3.2,

the IEEE 802.15.4 uses a superframe structure in a beacon-enable mode that is similar to

beacon mode with superframes in the IEEE 802.15.6 [6]. Its active period is divided into

16 equal-sized slots and consists of a contention-free period and a contention-access period

(CAP). In CAP, beacon frame is broadcasted by coordinator to announce the start of the

superframe and the parameters of the superframe. After broadcasting beacon frame, each

member node accesses channel to transmit its data or control messages with CSMA/CA.

If a node is to use guaranteed time slots (GTSs), which is similar to MAP in the IEEE

802.15.6, it can request GTS allocation to the coordinator in CAP. When there are GTS

requests, the coordinator sets GTS allocation information in beacon frame to configure

CFP in TDMA manner. In inactive period which is the next period of active period,

every node in the network goes to sleep mode to save their power.

Figure 3.3 shows an example of coexistence situation between two IEEE 802.15.4-based

WBANs. In this scenario, both active periods of two WBANs are overlapped, and thus

transmitted data frame from coexisting WBANs will collided due to interference from each

other. In general, communication reliability in CAP is barely influenced by interference

from neighboring WBANs because it operates based on CSMA/CA acknowledge (ACK)

message and retransmission. As described in chapter 2.1 and 2.3, however, sensor nodes

in a WBAN are densely deployed in 3–5m range, and WBANs are also densely deployed

in a populated area. In addition, the IEEE 802.15.4 was designed without considering
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Figure 3.2: Superframe structure of the IEEE 802.15.4.

Figure 3.3: Coexistence period of IEEE 802.15.4-based WBAN.
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coexistence problems. Therefore, a WBAN may suffer from coexistence problem although

it uses contention-based channel access methods such as CSMA/CA.

Meanwhile, there are some studies to analyze coexistence problem in IEEE 802.15.4-

based WBANs which analyze performance of IEEE 802.15.4-based WBAN MAC protocol

in coexistence environments [7, 8]. Both studies show that communication performances

for different channel access modes (CSMA/CA and CFP) with different parameters are

dramatically decreased when the number of sensors or traffic load are increased.

To mitigate coexistence problem in IEEE 802.15.4-based WBAN, a number of studies

are attempted [9, 10, 11, 12, 13]. J. Mahapatro et al. proposed an interference miti-

gation scheme for TDMA-based WBANs [9]. In this scheme, coexisting WBANs share

common TDMA schedules to mitigate interference. This work considers that all WBANs

operate in TDMA manner, and this scheme takes an advantage that coexisting WBANs

efficiently use time slots through exchanging time schedule. However, data processing

overhead of this scheme exists because coordinator manages scheduling information of its

neighborhoods as the number of coexisting WBANs.

Meanwhile, M. Deylami proposed a dynamic coexistence management (DCM) mech-

anism to avoid interferences or collisions when IEEE 802.15.4-based WBANs detect co-

existence situation [10]. In this scheme, when coexistence is detected, the coordinator

scans the current channel during its beacon interval to get complete information of the

current channel. Based on collected information, the coordinator reschedules its beacon

transmission time. If coordinator cannot find the minimum length of its own active pe-

riod between active periods of the coexisting WBANs, it scans a candidate channel for a

possible channel switch and hops to the candidate channel. Through beacon rescheduling

and channel switching, the proposed mechanism can significantly improve the reliability

of the WBANs in the dynamic coexistence situation. However, this mechanism consumes

large amount of power because it should monitor channel state for long time whenever

WBAN detects coexistence.
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Y. Kim et al. proposed an adaptive load control algorithm for IEEE 802.15.4-based

WBAN/IEEE 802.11 coexistence environment [11]. In this scheme, WBAN coordinator

has both IEEE 802.15.4 and IEEE 802.11 radio module, and thus it can cooperate with

IEEE 802.11 AP to mitigate coexistence problem on IEEE 802.15.4-based WBAN. To

guarantee the delay requirement which depends on interference from the IEEE 802.11,

WBAN coordinator monitors the channel to observe the current channel utilization and

the received signal strength from each IEEE 802.11-based node, and obtains the maxi-

mum allowable IEEE 802.11 channel utilization based on the maximum allowable channel

utilization in the IEEE 802.11 network for IEEE 802.15.4-based WBAN node to decide

the state of the current channel to ‘Busy’ or ‘Idle’. If the state of the current channel

state is ‘Busy’, WBAN coordinator informs channel utilization information and channel

state, and requests controlling traffic load from IEEE 802.11 nodes. However, this algo-

rithm cannot be directly applied to coexisting WBANs because it only focuses on IEEE

802.11 traffic and does not consider other communication technologies which share the

same frequency bands with the IEEE 802.15.4. In addition, the performance of this al-

gorithm may decrease in real communication environments because the authors does not

consider operational characteristics of medium access mechanisms and they assume that

PER (Packet Error Ratio) depends only on signal strength, BER (Bit Error Rate), and

SINR (Signal and Interference to Noise Ratio).

To recognize unknown dynamics in coexisting WBANs and handle coexistence prob-

lem in WBAN, S. Movassaghi et al. proposed a decentralized coexistence prediction

algorithm for inter-WBAN communication using the smart channel assignment technique

[12]. this scheme captures the unknown dynamics and provides feedback to the coordi-

nator of each WBAN and immediate updates of channel assignment based on the recent

changes in the network. There is an attempt to apply game theory for coexistence prob-

lem in WBAN [13]. To study WBAN coexistence, the authors formulate a flexible game

theoretic framework which allows the study of two coexisting heterogeneous WBANs. In
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Table 3.1: Existing coexistence mitigation schemes in WBANs.
Ref.

No.

Target coexistence

environment

Channel

access mode

Coexistence mitigation

technique

[9] Heterogenous WBANs TDMA Time-slot scheduling

[10] Heterogenous WBANs Probabilisitic access Beacon shifting

[11] IEEE 802.11 and WBAN - Coorporative traffic load control

[12] Heterogenous WBANs TDMA
Coexistence prediction,

Time-slot scheduling

[13] Heterogenous WBANs TDMA
Game theory,

Estimation method for games

addition, they also propose an estimation method to model games involving more than

two players because the complexity in utility calculation and simulations grows greatly

when the number of WBANs increases in a game. However, these schemes assume that

WBAN operates based on TDMA-based channel access without interference from differ-

ent communication technologies. Therefore, they are not suitable for practical coexisting

WBAN environment.

3.3 Proposed priority-based channel access

As mentioned earlier, both traditional channel access modes (contention-free and

contention-based) cannot guarantee various and different requirements of WBANs in co-

existence environment. To handle a fundamental problem of contention complexity which

is a major reason of coexistence problem on single channel environment, the thesis focuses

on the way to disperse contention complexity. The detailed algorithm of the proposed

scheme are as follows.

As shown in Table 3.2, the proposed channel access algorithm categorizes traffic pri-

ority into four different levels which is mapped with traffic priority in the IEEE 802.15.6

standard. Based on these categorized traffic levels and collected delay information during
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a previous superframe, coordinator obtains average delay, Dl
avg, defined as

Dl
avg =

(∑
Dl
k

)
N l

, (3.1)

where N l is a count of each categorized traffic level, Dl
k is a delay of each packet on level

l.

After obtaining average delay, coordinator compares the pre-defined delay threshold

with average delay for each level and divides contention access period into sub-phases as

the number of exceeded average delay. The pre-defined delay threshold can be illustrated

as follow:

• τ3 and τ2: thresholds for CE services (≤ 250ms)

• τ1 and τ0: thresholds for medical services (≤ 125ms)

Table 3.2: Priority mapping and CW values in proposed algorithm.

Traffic

level
WBAN services

Data

priotiry
Traffic type

Contention window

MinCW MaxCW

3 Non-medical services

0 Backgournd (BK) 16 64

1 Best effort (BE) 16 32

2 Excellent effort (EE) 8 32

2
Real-time

non-medical services

3 Video (VI) 4 16

4 Voice (VO) 4 16

1
Fundamental

healthcare services
5

Medical data or

network control
4 8

0
Highest priority

medical services

6
High-priority medical data

or network control
2 8

7
Emergency or medical

implant event report
1 4
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Figure 3.4: An example of proposed algorithm.

The length of each sub-phase is determined by calculating offset for starting point of

each sub-phase, offsetl, and it can be obtained as

offsetl =
l−1∑
n=0

offsetn + LCAP

(
N l

Ntotal

)
, (3.2)

where LCAP is a total length of contention access period in a superframe, N l is the

number of received frames for traffic level l, and Ntotal is the total number of received

frames during a superframe. After calculating all offsetl, coordinator transmits beacon

message with obtained offsetl values to inform the starting time of each sub-phase. Each

node which receives beacon message decides starting time to access its communication

channel when transmit its data frame according to informed starting time and traffic level

of its data frame.

To disperse contention complexity, coordinator sorts all sub-phase ordering traffic

level, and each sub-phase allows access of specific traffic level. Figure 3.4 shows an

example of the proposed algorithm, and Figure 3.5 and Figure 3.6 illustrate psuedo code

of the proposed algorithm for both coordinator and sensor nodes. When all average delay

exceed pre-defined threshold, contention access period may divided into four sub-phases.
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Figure 3.5: Pseudo code of the proposed channel access algorithm for coordinator.
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Figure 3.6: Pseudo code of the proposed channel access algorithm for sensor nodes.

In the first sub-phase, only sensor nodes which have frame categorized traffic level 0 can

access to channel. The second sub-phase allows accessing both traffic level 0 and 1, and

the third sub-phase permits accessing traffic level 0, 1, and 2. In the last sub-phase, all

sensor nodes can access to channel.

3.4 Performance evaluation

In this section, the thesis describes the simulation model to evaluate performance of the

proposed channel access algorithm. The performance of the proposed channel access algo-

rithm is validated through extensive simulations comparing with channel access algorithm

of the IEEE 802.15.4 and the IEEE 802.15.6.
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Figure 3.7: Simulation result: Latency.

3.4.1 Simulation model

To achieve fairness of comparison, the thesis assumes that all PHY model is based on

the IEEE 802.15.4. All the IEEE 802.15.4, the IEEE 802.15.6, and the proposed channel

access algorithm operate based on beacon-enable superframe mode, and the superframe

has only contention access period (its length is 245.76 ms).

The thesis defines specific traffic model based on practical WBAN service scenario

[14]. All sensor nodes probabilistically generate 250 bytes of data frames which randomly

have traffic level 2 and 3 with random interval (10 ms – 500 ms), and 20% of sensor nodes

generate 40 bytes of medical data frames which have traffic level 1 with different interval

(20 ms, 40 ms, 80 ms, 100 ms, 1000 ms). In addition, all nodes also intermittently

generate emergency data frame that 1% of traffic level 1 are mapped to traffic level 0.

Based on PHY and traffic model, the thesis performs 5 times of simulation with 1,000,000

seconds of simulation time and obtains the final result by using average of all simulations.

The above simulation model has been implemented in SMPL library [15].



3.4 PERFORMANCE EVALUATION 36

Figure 3.8: Simulation result: Packet Reception Ratio (PRR).

3.4.2 Simulation results

In this simulation, the thesis evaluates the performance of the proposed scheme in terms

of latency, packet reception ratio (PRR), collision ratio, and power consumption.

Figure 3.7 represents the average latency. In the overall result, average delay values

of all channel access algorithm converge 5,500 ms when the number of sensor nodes

is more than 85. It means that contention complexity may increase when all sensor

nodes try to access to channel. On the contrary, all channel access algorithm can satisfy

latency requirements of WBANs when the number of sensor nodes is less than 30. More

specifically, average latency values of both the IEEE 802.15.4 and the IEEE 802.15.6

dramatically increase when the number of sensor nodes is more than 35. On the other

hand, the proposed channel access algorithm can guarantee low latency when the number

of sensor nodes is less than 40 and it can be determined that the proposed channel access

algorithm helps to reduce channel complexity.

In terms of PRR, the proposed channel access algorithm also outperforms both the
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Figure 3.9: Simulation result: Collision ratio.

IEEE 802.15.4 and the IEEE 802.15.6 as shown in Figure 3.8. When the number of sensor

nodes is more than 35, PRR of the IEEE 802.15.4 is sharply decreased because it does

not have a contention complexity dispersion policy. Similarly, Priority-based channel

access algorithm of the IEEE 802.15.6 cannot solve fundamental reason of contention

complexity even though the IEEE 802.15.6 classifies traffic into eight different types and

provides different the minimum/maximum value of contention window. On the contrary,

the proposed channel access algorithm can provide gradually decreased PRR value.

Figure 3.9 shows the ratio of collision. In general, collisions can occur when more

than two overlapped nodes transmit data simultaneously. Therefore, collision ratio may

increase when a WBAN contains large number of nodes. In detail, The IEEE 802.15.4

shows higher PRR than other channel access algorithms, respectively. Especially, when

a network contains 30 nodes, collision ratio sharply increases because slotted-CSMA/CA

without prioritized policy does not solve fundamental contention complexity problem. On

the other hand, collision ratio of the IEEE 802.15.6 and proposed algorithm is lower than
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Figure 3.10: Simulation result: Power consumption.

the IEEE 802.15.4 because of their prioritized channel access policies. When a network

contains 50 nodes, however, collision ratio of the IEEE 802.15.6 sharply increase. On

the contrary, the proposed algorithm provides the lowest ratio of collision because it can

disperse contention complexity.

The simulation result of power consumption is shown in Figure 3.10. Actually, power

consumption is closely related to the number of collisions because collisions cause a num-

ber of retransmissions. Therefore, the result of power consumption is similar to the ratio

of collision. In detail, the IEEE 802.15.4 shows high power consumption because all

nodes contend with same contention policy. Moreover, high contention complexity causes

increase collisions and it makes a large number of retransmission. Therefore, power con-

sumption of the IEEE 802.15.4 MAC protocol increases sharply. Contrastively, the IEEE

802.15.6 and the proposed algorithm are less power-consuming. The reasons of results of

the IEEE 802.15.6 and the proposed algorithm are that they provide prioritized channel

access with differentiated contention window for each traffic types. Moreover, the pro-
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posed algorithm can disperse channel complexity and reduce contention complexity, and

it helps to reduce a number of collision and retransmission. As a result, our proposed

algorithm shows the lowest power consumption by comparison with the IEEE 802.15.4

and the IEEE 802.15.6 baseline MAC protocol.

3.5 Summary

In coexistence environment of WBANs, it is difficult to satisfy requirements of WBANs

due to high contention complexity which causes a number of collisions and interfer-

ence. More specifically, communication performance of contention-based channel access

algorithm may decrease although contention-based channel access provides opportunistic

channel access and retransmission policy. To solve fundamental problem of contention

complexity, the thesis proposes a priority-based adaptive channel access algorithm for

contention-based MAC protocol in WBANs. The proposed algorithm categorizes traffic

types into 4-levels and divides contention access period into sub-phases throught pre-

defined threshold. In addition, it allocates access permission for each sub-periods and it

can disperse contention complexity and reduce power consumption. To evaluate the per-

formance of the proposed algorithm, extensive simulations are performed by comparing

with the IEEE 802.15.4 and the IEEE 802.15.6. The simulation results show that the

proposed algorithm can solve fundamental problem of contention complexity in terms of

latency, PRR, collision ratio, and power consumption.



Chapter 4
Channel Selection for Multi-channel

WBAN

In this chapter, the thesis represents a channel selection method to mitigate coexistence

problem in multi-channel WBANs. The proposed method includes an adaptive channel

estimation and selection algorithm, and it guarantees reliable communication in multi-

channel coexisting WBANs.

4.1 Overview

In general, sensor nodes of WBANs have been adopted the IEEE 802.15.6 standard to

provide both medical and CE services simultaneously. In various WBANs applications,

sensor nodes are deployed with high density, and it results in physical bandwidth limi-

tations and heavy collisions on a single channel. In addition, WBANs share their com-

munication bands with heterogeneous communication technologies, and thus density of

communication devices may increase. This phenomenon can be defined as the coexistence

problem which can cause degradation of communication performance [16, 17]. Especially,

communication performance of a WBAN is significantly degraded when it coexists with

IEEE 802.11-based devices [18, 19].

In order to solve the coexistence problem in WBANs, the IEEE 802.15.6 classifies coex-

istence environment into three different conditions (dynamic, semi-dynamic, and static),

and also provides three different coexistence mitigation schemes (beacon shifting, channel

40
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hopping, and active superframe interleaving) to handle different coexistence conditions.

However, the IEEE 802.15.6 does not define detailed algorithms for these schemes. More-

over, MAC protocol in the IEEE 802.15.6 uses single channel usage which results in

physical bandwidth limitations and heavy collisions.

There are some works in the literature with the purpose of channel selection for multi-

channel environments in WSNs [20, 21, 22, 23, 24, 25, 26, 27]. However, they assume that

each node randomly selects communication channel, and they do not consider frequently

changed channel conditions.

Meanwhile, there have been a number of attempts to solve the coexistence problem

in WBANs [28, 29]. These studies mostly consider multi-channel usage by maintaining

a list of available channels and selecting one channel from the list to avoid congested

channels. However, these methods are based on simple channel selection schemes that

do not consider the conditions of available channels. In addition, these studies cannot

be directly applied to WBAN environments because they do not consider aforementioned

characteristics of coexistence environment of WBANs and its requirements.

In this chapter, the thesis proposes a channel selection method for multi-channel

usage. The proposed method maintains a history table and predicts the conditions of

available channels based on two-state Markov chain with an exponentially controlled

channel history, which can control the sensitivity of prediction.

4.2 Related work

This section discusses impacts of coexistence problem on ISM band which are used for

the IEEE 802.11, the IEEE 802.15.4, and the IEEE 802.15.6. In addition, this section

discusses the related work on solving the coexistence problems in WBAN that utilizes

multi-channels.
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Figure 4.1: Channel composition of the IEEE 802.11 and the IEEE 802.15.4.

4.2.1 Interference between IEEE 802.11 and IEEE 802.15.4

In general, both IEEE 802.11 and IEEE 802.15.4 share 2.4GHz ISM band. As shown in

Figure 4.1, frequency usage of IEEE 802.11 consists of 13 channels which are totally over-

lapped with 16 non-overlapped channels of IEEE 802.15.4. In addition, the transmission

power of IEEE 802.11 is larger than IEEE 802.15.4. For instance, commercial available

Atheros 802.11n AR5008 cards allow power setting between a minimum and maximum of

1 dBm and 15 dBm in step of 0.5 dBm [33]. However, CC2420 which is typically used for

IEEE 802.15.4-based nodes provide transmission power from -25 dBm to 0 dBm [6, 34]. In

this term, IEEE 802.15.4 network potentially experience interference from IEEE 802.11

traffic given that IEEE 802.11 transmissions usually occur at much higher power level

although both protocols can transmit data through the overlapped channel.

Impacts of IEEE 802.11 interference on IEEE 802.15.4 networks was studied in [16, 17].

Wei et al. introduce two conditions that an IEEE 802.15.4 packet can be successfully

received under IEEE 802.11b/g interference: power and timing [16]. They analyze co-

existence situation between the IEEE 802.15.4 and the IEEE 802.11, and they conclude

that interference from IEEE 802.11 significantly aspects to communication performance
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of the IEEE 802.15.4. Jun et al. measure the IEEE 802.15.4 and the IEEE 802.11 inter-

ference through empirical study [17]. From their measurement, they can classify the role

of the IEEE 802.11 nodes as hidden, exposed, and blind terminal depending on how it

interferes senders and receivers of the IEEE 802.15.4. Based on their experiment result,

they also conclude that the performance degradation of IEEE 802.15.4 in the presence of

blind IEEE 802.11 terminals is mainly caused by the heterogeneous PHY layer and power

asymmetry. Similarly, Francisco et al. and Cho et al. try to identify aspects of coexistence

problem between WLANs and WBANs [18, 19]. Both two works evaluate communica-

tion performance of WBANs which coexist with WLAN through performing extensive

simulations and experiments, and they also conclude that communication performance of

WBAN is significantly degraded due to interference from WLAN.

In summary, interference from IEEE 802.11 can cause performance degradation of

IEEE 802.15.4 due to the fact that both of them have different transmission range, trans-

mission power and sensitivity of channel assessment.

4.2.2 Existing multi-channel MAC protocols

One major solution for the coexistence problem is multi-channel MAC protocols, which

allows simultaneous data transmission in a coexistence environment. There are some

studies for multi-channel MAC protocols in WSNs, and they can be categorized into

two different parts. The first part of multi-channel MAC protocols exploits multiple

radio [20, 21, 22]. A sensor node within multiple radio can simultaneously communicate

with other sensor nodes or the sink node due to the fact that it can exploits multiple

channels. Therefore, multi-radio multi-channel MAC protocols can achieve extremely

high communication performance, but they may consume more energy than other multi-

channel MAC protocols which exploits only single radio. Based on above mentioned

shortcoming, almost of protocols exploiting multiple channels generally use use single

radio.



4.2 RELATED WORK 44

C. Li et al. proposed COM-MAC(Cluster On-demand Multi-channel MAC Protocol)

which is a multi-channel MAC protocol for cluster-based WSNs [20]. This protocol aims

to achieve low power consumption and high throughput. In this protocol, sensor nodes

which organize target WSN can be categorized into three different layer. A sink node

functions as the root and a relatively small number of aggregators has middle layer of the

network topology with multiple radio and infinite power. The leaf layer of the network

topology consists of a set of sensor nodes which has only single radio. A role of Aggregators

is similar to cluster head in cluster-based WSNs which manages communication resource

for their member nodes in cluster and collects data from sensor nodes. Sensor nodes act

as cluster member which extracts sensing data and communicates with the aggregator.

If aggregators complete collecting work, they transmit their collected data to the sink

node. Due to exploiting powerful aggregators, COM-MAC can provide high throughput.

However, they assume that aggregators has infinite energy and exploits multiple radio,

and it is not practical in WSN.

K. K. Chintalapudi et al. also proposed multi-radio multi-channel MAC protocol

which name is T-MALOHA(Transmission pipelined Multi-channel ALOHA) [21]. To

achieve low data latency and high throughput, this protocol attempts to apply conver-

gence between of slotted ALOHA and FDMA. The sink node has multiple radio and

collects sensing data from its member nodes which has only single-radio. Due to applying

converged channel access, they divides its communication time into a small size of unit

time which also divided into into fixed number of smaller time slots. In every unit time,

sensor nodes which has collected data probabilistically access the channel based on the

role of slotted ALOHA. To guarantee reliable communication, the sink node transmits

ACK message att the end of the frame (ack-slot). If many nodes use the same channel

and time slot, pipelining scheme is used. However, it also consumes huge power due to

exploiting multiple radio which does not used for commercial sensor nodes.

Y. Wu et al. proposed tree-based multi-channel MAC protocol which name is
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TMCP(Tree-based Multi-Channel Protocol) [22]. They assume that sink node has multi-

radio and the other nodes has only single radio. At the start of this protocol, the sink node

constructs tree topology. The branches are extended from the sink node, and each branch

is named as ‘subtree’ and has unique channel. TMCP has three different modules such as

CD(Channel Detection), CA(Channel Assignment) and DC(Data Communication). The

CD module discovers available channels which is not used by any sensor nodes. The CA

module categorizes network topology into k subtrees and assigns unique channel which

is one of available channels to each subtree. The DC module is operated after channel

assignment by the CA module, and it manages data collection through each subtree and

their assigned channels. To achieve low latency and high throughput, they divided inter-

ference into three different types. The first is interference among different subtrees and

the second inter-tree interference The last type is intra-tree interference which indicates

interference within a subtree. Due to the CA module which assigns unique channel to each

subtree can minimize the inter-tree interference. However, they does not solve intra-tree

interference which can cause communication performance degradation. In addition, this

protocol cannot provide energy balance of sensor nodes that means sensor nodes which is

closely located to sink node consume amount of energy than other nodes.

In summary, these protocols improve communication performance such as network

throughput, energy efficiency and reliability by exploiting multiple radios. However they

are not feasible in current commercial sensor nodes which have only one transceiver.

The second part exploits single radio to perform multi-channel MAC protocols [23,

24, 25, 26, 27]. In these protocols, sensor nodes has only single-radio, that means they

can communicate in half-duplex manner while they exploit multiple channels because

they can use only one channel by using a single antenna. In addition, the single-radio

multi-channel MAC protocols which can implemented in commercial sensor module are

insufficient. Most of multi-channel MAC protocols in traditional WSNs maintain an

available channel list and select a channel to use in a random manner. Therefore, these
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MAC protocols cannot draw potential advantages of multi-channel MAC protocol which

can improve communication performance, and thus they may result in high data latency

and channel inefficiency.

To guarantee reliable communication with low latency„ S. C. Ergen et al. propose

a single-radio multi-channel MAC protocol which name is PEDAMACS(Power Efficient

and Delay Aware Medium Access Protocol for Sensor Networks) [23]. The authors assume

that the sink node has powerful communication and computation resources such as higher

transmission power without regarding power consumption and amount of storage, and the

sensor nodes has limited resources. All sensor nodes try to construct network topology

by recognizing their parent nodes, neighbors and external interferers by SINR(Signal to

Interference plus Noise Ratio). After network topology construction is complete, the

sink node schedules communication time for all sensor nodes and informs this scheduling

information by broadcasting Scheduling message which may be directly transmitted due

to assumption of the sink node. Based on these procedure, this protocol can provides

reducing intervention and reliable data transmission. However, this protocol cannot be

applied to practical environment because the authors do not external interference. In

addition, they just assign communication channel which may not the best channel among

available channels.

There is an attempt to converge TDMA and FDMA into single-radio multi-channel

MAC protocol, HyMAC(Hybrid MAC) [24]. In this protocol, network is constructed with

tree topology. To apply concepts of both TDMA and FDMA, the protocol divides whole

communication time into two different access periods (contention-based and contention-

free access period), and both of periods are also divided into fixed length time slot which

has a number of mini-slot. At the start of whole communication period, the sink node

schedules communication time and channel and broadcasts scheduling information to

member nodes. In the contention period, the sink node receives joining request messages

from new sensor nodes or time-slot request message from member nodes which want to
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use contention-free period. In the contention-free period, each sensor node transmits its

data based on scheduling information which is received from the sink node. This protocol

can guarantee reliable communication with low latency, but it may suffer from external

interference because they does not consider external interference when the sink schedule

the communication channel for the member nodes. In addition, a number of exchanging

control message may cause huge power consumption.

To provide energy efficiency by using converge case and channel hopping, J. Borms

et al. proposed MuChMAC(Multi-Channel MAC) which is a single-radio multi-channel

MAC protocol for traditional WSNs [25]. The authors first provide ‘convergecast’ mecha-

nism which provides contention-free channel access. In this protocol, sensor nodes gener-

ate time drift when they are used for a long time. When the time drift is intensified, the

sink node broadcast ‘synchronization message’ by on-demand manner. In addition, the

sink node changes its communication channel when the current channel is congest. By

synchronizing time drift between the sink and sensor nodes with on-demand manner, this

protocol can provide low power consumption. However, there are some communication

overhead such as frequent channel hopping and duplicated data transmission, and these

can cause degradation of communication performance.

Zhang and Li proposed MMSN, which is a well-known multi-channel MAC protocol

for WSNs [26]. This protocol selects the least chosen channel from an available channel

list, and it also randomly selects a channel when multiple least chosen channels exist.

Abdeddaim et al. proposed MCCT (Multi-Channel Cluster Tree), which considers

similar network structure to WBAN [27]. This scheme also randomly selects a channel in

order to reduce the complexity of channel selection. However, their channel scanning is

performed in sequential manner which causes huge overheads. In practical point of view,

actually, duration of channel scanning should be at least 8 symbol periods (128 µs) to

measure RSSI value [6, 34]. As a result, total scanning time can be calculated as the

number of channel times a channel scanning time and it may result huge performance
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degradation. In addition, channel condition is dynamically changed due to high-density

deployment and network-level mobility of WBANs.

Meanwhile, there have been few attempts to improve the performance of WBANs by

using multi-channel MAC protocol [28, 29]. Lee et al. proposed an efficient multi-channel

management protocol for WBANs to provide communications between in-body devices

and out-body devices [28]. This protocol reserves the channel using a one-to-one mapping

between the beacon slot and the data channel. In addition, it also performs channel

aggregation that allocates indiscrete channels to an in-body device to be used as a single

wide channel. However, they only focus on improving performance of a single WBAN,

and do not consider coexistence environment in WBANs. In addition, their method does

not provide a way to select a channel to communicate, which is an important issue to

maintain stable performance in coexisting WBAN environments.

Ivanov et al. proposed a cooperative wireless sensor environments to support WBANs

[29]. To improve communication performance, this scheme builds a virtual topology and

allocates channel through redundant channel blocking. This scheme also extends the

cooperation at the MAC layer to a cross-layered gradient based routing solution, which is

determined in order to ensure data delivery from WBANs to a distant gateway. However,

they also do not consider various factors of the coexistence problem such as a channel

condition. Thus, properly selecting the best channel is necessary to not only improve the

performance multi-channel MAC protocols but also to solve the coexistence problem.

Table 4.1 illustrates summary of existing multi-channel MAC protocols and their

channel selection schemes.

4.3 Proposed channel selection

The goals of the proposed channel selection method is to mitigate the coexistence problem

and improve performance by using calculating criterion of channel selection. The detail
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Table 4.2: History table (HT )

Channel

ID
TI

History of Channel States

N − (HWmax − 1) N − (HWmax − 2) ... N -1 N

1 3 I B ... I I

2 4 B B ... B I

3 2 I B ... I B

4 6 I I ... B B

... ... ... ... ... ... ...

of the proposed channel selection algorithm is described below.

First, a coordinator maintains a History table, which stores the history of channel

states for all the channels as shown in Table 4.2. The history table contains Channel ID,

Transition Index (TI), and History of Channel States for all channels. TI, a criterion for

channel stability, is used to control the size of the History Window (HW ) for adaptively

estimating channel condition. History of Channel States, HWmax, is the maximum length

of HW representing the list of channel states for the latest HWmax times.

To adaptively control the sensitivity of channel prediction, the coordinator adjusts TI

based on the latest channel state transitions within the range 1 to TImax, where TImax

represents the maximum value of TI. For example, if the next channel state of channel

3 in Table 4.2 transitions to a different state (e.g., Busy → Idle) indicating that the next

channel state of channel 3 will be probably changed to different state, the proposed scheme

regards channel 3 is unstable channel. In this case, recent channel transitions of channel

3 should be considered to provide higher prediction sensitivity for channel 3. Therefore,

TI is set to 2 for decreasing HW of channel 3 in half. On the other hand, if the next

channel state of channel 3 stays at Busy indicating that the next channel state of channel

3 will be probably stay in the same state, the proposed scheme regards channel 3 is stable

channel. In this case, a greater number of channel transitions should be considered to
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improve prediction accuracy. Therefore, TI is set to 4 to double HW of channel 3.

After obtaining TI, the History Window for the ith channel, HW i, can be calculated

as

HW i = 2TI
i−1 ×HWmin, (4.1)

where TIi represents the transition index of the ith channel, and HWmin denotes the

minimum value of HW . In this stage, the coordinator can give different channel sensitive

rate to each channel. In other words, the length of target history length is controlled by

last channel state change rate which reflects durability of channel.

Based onHW obtained from History table, the coordinator applies a two-state Markov

model to adaptively predict channel conditions of the all channels as shown in Figure 4.2.

The two-state Markov model consists of Idle (I ) state, Busy (B) state, and transition

probabilities p and q. The state I and state B denote the channel conditions, and p is

the transition probability from state I to state B. In contrast, q represents the transition

probability from State B to State I.

Based on Equation 4.3, the coordinator counts all the possible state transitions for all

the channels within the range of (N − (HW i − 1))th channel condition to N th channel

condition. The counts of all possible state transitions for the ith channel are defined as

αi = # of transitions from state Ii to state Ii, (4.2)

βi = # of transitions from state Bi to state Ii,

γi = # of transitions from state Ii to state Bi,

δi = # of transitions from state Bi to state Bi.

From Equation (4.2), transition probabilities of the ith channel, pi and qi, can be
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Figure 4.2: Two-state Markov model in the proposed scheme.

expressed as

pi = P [Xi
N = Busy | Xi

N−1 = Idle] =
γi

αi + γi
,

qi = P [Xi
N = Idle | Xi

N−1 = Busy] =
βi

βi + δi
.

(4.3)

According to Geometric stochastic process, the stationary probability of State I for

the ith channel, ρi, can be obtained as

ρi = P [Xi
N = Idle] =

qi

pi + qi
. (4.4)

Based on Equation (4.4), the coordinator can select the best channel, which has the

highest ρi. Since HW i exponentially increases or decreases based on recent channel

transitions, the proposed scheme simultaneously considers both stability of channel state

and estimated channel condition. Figure 4.3 illustrates the pseudo code of the proposed

channel selection algorithm.

4.4 Performance evaluation

4.4.1 Simulation model

Performance evaluation of the proposed channel selection method was performed using a

simulator written in C++. The simulation models has a WBAN consisting of a coordi-
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Figure 4.3: Pseudo code of the proposed channel selection algorithm.
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Table 4.3: Simulation parameters

Parameters Values

Simulation time 10000 sec

Channel Scanning Interval 5 sec

Channel Selection Interval 100 ms

Transmission period 10 ms

Packet size 20 bytes

per 0.01

p µ(0.7, 0.9) for Good,µ(0.1, 0.3) for Bad

q µ(0.2, 0.4) for Good,µ(0.6, 0.8) for Bad

Initial TI 1

TImax 5

HWmin 5

HWmax 80

nator and 20 in-body sensor nodes that periodically transmit data through the selected

channel of the MICS band, and the coordinator performs the proposed method at ev-

ery 100 ms. The energy consumption model of LEACH [52] is used to simulate energy

consumption of the sensor nodes.

The proposed method was compared against both single channel scheme in the IEEE

802.15.6 [3] and random channel selection scheme [26, 27], the traditional channel selection

scheme for multi-channel MAC protocol, in terms of Packet Reception Rate (PRR) and

throughput.

To model wireless channel, we exploit two-state Markov model which is generally used

to model wireless channel [30, 31, 32]. The two-state Markov model shown in Figure 4.2 is

used to model the wireless channel condition, and this model is performed in every Channel

Interval period. In this model, the stationary probability of each state, P [X = Good]
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Figure 4.4: Simulation results: Packet Reception Radio (PRR).

and P [X = Bad], is defined as

P [X = Good] =
q

p+ q
,

P [X = Bad] =
p

p+ q
.

(4.5)

From Equation (4.5), the probability of successful data transmission, Ps, can be also

calculated as

Ps = (1− per)P [X = Good], (4.6)

where per denotes Packet Error Rate (PER), which is required to be at most 1% for IEEE

802.15.6 [3].

The parameter used for the simulation study are shown in Table 4.3.

4.4.2 Simulation results

Figure 4.4 shows PRRs for the single channel scheme for IEEE 802.15.6, random channel

selection, and the proposed method. Due to absence of dynamically changing chan-
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Figure 4.5: Simulation results: Throughput.

nel state, both the single channel scheme and the random channel selection scheme are

unstable and result in low PRR. The single channel scheme in particular shows more

drastic changes in PRR because it does not provide channel switching function. On the

other hand, PRR for the random channel selection is more stable than the single chan-

nel scheme because the random channel selection probably mitigate congested channel

by channel switching. However, the random channel selection exhibits lower PRR than

the proposed scheme because it switches channel without considering expected channel

states. In contrast, the proposed channel selection method shows more stable PRR than

the other two schemes, which indicates that the proposed channel estimation model helps

in selecting the best channel.

Figure 4.5 illustrates throughput for all schemes in the simulation. Similarly to the re-

sult of PRRs, the result of the single channel scheme present greater deviation of through-

put. This means that channel quality can be frequently changed in coexistence environ-
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Figure 4.6: Simulation results: Power consumption.

ment and it does not change its communication channel, and thus the single channel

scheme cannot guarantee the throughput requirement of WBAN. Meanwhile, the random

channel selection can provide higher and stable throughput than the single channel scheme

because it does not consider channel condition when the network changes its communica-

tion channel. In contrast, the proposed scheme can provide the highest throughput due

to its adaptive channel estimation algorithm which helps to select the best channel.

In general, nodes try to reliably transmit their packets to receiver through the ARQ

(Automatic Repeat reQuest) mechanism which attempts to retransmit a failed packet

up to three times. Therefore, the number of retransmission may increase when channel

condition is not good or unstable. This point of view, we also product result of power

consumption per round as shown in Figure 4.6. In Figure 4.6, the single channel scheme

shows that the power consumption is rapidly changed and the average power consumption

of the single channel scheme is larger than the proposed scheme, because it does not change



4.5 SUMMARY 58

its communication channel which may suffer from external interference. The random

channel selection scheme shows more stable power consumption than the single channel

due to channel switching. However, it shows larger power consumption than the proposed

scheme because it does not consider any factors when select channel. On the contrary,

the proposed shows lowest power consumption because it selects the best channel which is

stably good in every round. It means that the number of retransmission in the proposed

scheme is less than others due to channel condition.

4.5 Summary

In this chapter, the thesis proposed a channel access method for coexistence mitigation

in WBANs. The proposed method maintains history table and predicts states of avail-

able channels based on 2-state Markov chain with an exponentially controlled channel

history which can control sensitivity of prediction. Since estimation of channel condi-

tions based on dynamically controlled channel history, the proposed method can help to

select the best channel among available channels. Our simulation study shows that the

proposed method provides significant higher PRR compared to existing studies that does

not consider channel conditions.



Chapter 5
Relay Node Selection for Two-hop

Communication in WBAN

This chapter presents an Analytical Hierarchy Process (AHP)-based flexible relay node

selection scheme that considers a multitude of decision factors, such as average SNR,

remaining energy ratio, and traffic load. Moreover, the proposed scheme can adaptively

satisfy the requirements of WBAN in various scenarios.

5.1 Overview

The two major requirements of WBAN are as follows: First, a WBAN has to provide re-

liable communication because medical services are directly related to the safety of human

lives. However, network conditions frequently change due to the variability of WBAN

environments. For example, sensor nodes in a WBAN exhibit mobility due to postural

body movement, which can cause link loss between the coordinator and sensor nodes.

Frequent link losses decrease network stability and lead to network partitioning. In ad-

dition, in-body sensor nodes communicate through the human body medium, which has

different characteristics than the air medium, such as higher signal attenuation and link

loss.

Second, sensor nodes in a WBAN need to operate using battery power in order to

provide mobility. Due to this requirement, low power consumption for WBAN devices is

one of the most important research issues. In particular, it is difficult to replace or recharge

59
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batteries of in-body sensors. To satisfy this requirement, technical requirement document

(TRD) defines low duty cycle (i.e., sampling rate) to reduce the average transmission

power consumption [5].

The aforementioned variabilities in WBANs increase packet drop rate, retransmission

rate, and power consumption. In addition, the communication power of each device,

which increases as a function of distance between nodes, is typically higher than the

processing power. Therefore, using relay nodes in WBANs is an efficient way to reduce

power consumption.

To tackle these issues, the IEEE 802.15 TG6 defines a two-hop star topology extension

to help establish a new link [3]. This is illustrated in Figure 5.1, where a node (e.g., Node 4,

5, or 6) and the coordinator can use a two-hop communication to exchange frames through

another node referred as a relay node (i.e., Node 1 or 2). In order to establish a relayed

communication, either the coordinator or the node initiates the two-hop communication

by sending a control message. The relay node also directly sends its own frames to

the coordinator just as in a one-hop star network. However, the two-hop star topology

extension of IEEE 802.15.6 does not specify how a relay node should be selected. The

standard also does not consider a variety of requirements for different service applications

and network conditions that change frequently.

Recently, numerous studies have focused on how to select relay nodes in ad-hoc

networks, cooperative communications, cognitive radios, and wireless sensor networks

(WSNs) [35, 36, 37, 38, 39, 40, 41, 42, 43, 44]. Most of these studies, however, assume

that nodes are deployed in a large-scale geographical region, and they support more than

two-hop transmissions. Furthermore, these studies assume each node has abundant re-

sources, such as GPS, battery, and computation power, which allow for more complex

schemes to be applied to solve the aforementioned problems. In contrast, a WBAN does

not support more than two-hop transmission because nodes are deployed within a short

range of at most 3 m with small battery capacity, and the communication range of each



5.1 OVERVIEW 61

Figure 5.1: Two-hop star topology defined in the IEEE 802.15.6 standard.

node can cover all the other nodes in the network.

There are some existing work with the purpose of increasing network lifetime of

WBANs using relay nodes [45, 46, 47]. However, these studies assume fixed network

topologies, and thus, dynamic network changes caused by postural body movements are

not taken into account. In addition, since they assume multi-hop transmission (usually

more than two hops), these methods are not compliant with the two-hop extension of the

IEEE 802.15.6 standard. The authors in [48] modified the two-hop star topology extension

of IEEE 802.15.6 to reduce the number of exchanged messages and to prolong network life-

time. This scheme assumes that the coordinator is capable of transmitting data directly

to all of the nodes in the network without involving intermediate relay nodes. However,

the wireless link between the coordinator and sensor nodes can be disconnected due to

the characteristics of human body medium and postural body movements regardless of

the transmission power of the coordinator or the sensitivity of receiver nodes. Moreover,
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their work does not try to find the optimal relay node.

In order to overcome the shortcomings of the existing methods, the thesis proposes

an Analytical Hierarchy Process (AHP) based Flexible Relay Node Selection Scheme for

WBANs. The specific contributions of this paper are as follows:

• To overcome the problem of frequently and dynamically changing network condi-

tions, the proposed method applies AHP to provide a flexible decision making pro-

cess for relay node selection by considering various factors, such as high reliability

and low power consumption.

• Unlike existing relay node selection schemes, the proposed scheme is compatible

with the two-hop star topology extension of IEEE 802.15.6.

• The performance of the proposed scheme is compared with the IEEE 802.15.6 stan-

dard in terms of packet reception ratio (PRR), power consumption, delay, and

network life time. Our simulation results show that the proposed scheme outper-

forms IEEE 802.15.6 and can be flexibly applied to various applications of WBAN

with different requirements and scenarios.

5.2 Related work

A number of studies exist on relay node selection and routing schemes for ad-hoc net-

works [35, 36, 37]. Yaozhou et al. proposed a flexible relay node selection scheme and a

routing protocol based on Analytical Hierarchy Process-Gray Relational Analysis (AHP-

GRA), which considers the number of message copies over the network, the expected

path length, and the priority of messages [35]. They assumed that the network requires

only communication reliability in a mobile environment without consideration of latency

and energy consumption, and this assumption is similar to ones used in the Delay Toler-

ant Network (DTN) scenario. Adaptive rate-and-relay selection with Greedy Perimeter
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Stateless Routing (GPSR) was considered in [36], where a throughput product metric

function is determined based on node location and SNR to improve network throughput.

To provide adaptability to the IEEE 802.11 standard, the authors developed a scheme

based on Distributed Coordination Function (DCF). J. Kim et al. proposed an Oppor-

tunistic Network Coding (OPNC) with relay node selection for wireless communications

[37]. They consider a system model that includes multiple relay nodes and multiple sink

nodes. Based on the system model, they propose a relay selection scheme which considers

the channel state between relays and destination nodes, and they combine the proposed

relay selection model with network coding to improve average system throughput. These

schemes focused on improving network performance, but energy efficiency was not con-

sidered. Moreover, they assumed that nodes are deployed in a large-scale area and can

transmit data to the destination using more than two-hops, which is not supported in

WBANs. Consequently, these schemes cannot be directly applied to WBANs.

Relay node selection is an important issue in both cooperative communication and

cognitive radio research communities [38, 39, 40, 41, 42]. Tao et al. employed the opti-

mal stopping theory to take into account the time required to scan for candidate relay

nodes before stopping at a suitable one with good channel quality in a cognitive radio

environment [38]. Their scheme guarantees that such a relay node will be found within

a short observation/scan time. I. Krikidis et al. investigated a relay selection scheme

for a finite buffer-aided decode-and-forward cooperative wireless network [39]. In order

to maximize the achieved diversity gain, the proposed scheme fully exploits the buffering

capability at relays and provides transmission scheduling for available channel links. To

evaluate performance of the proposed scheme, the authors perform extensive simulations

and verify the performance of the proposed scheme in terms of outage probability and

diversity gain by providing a significant coding gain for small buffer size. S. Zhang et

al. proposed a low overhead multi-relay selection protocol to support multi-stream co-

operative communications for multi-stream cooperative Multiple Input Multiple Output
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(MIMO) systems with multiple relay nodes [40]. At high Signal-to-Noise Ratio (SNR)

value, the proposed protocol obtains good trade-offs between diversity and multiplexing

or throughput and reliability when using lower outage probability value. L. Song et al.

considered a simple suboptimal min-max criterion for relay selection, called ‘Relay Se-

lection Amplify-and-Forward (RS-AF)’, which selects a single relay that minimizes the

maximum symbol error rate between two sources [41]. To improve the system perfor-

mance, the authors determine the optimal power allocation (OPA) between the sources

and the relay based on asymptotic symbol error rate. Theoretical analysis and simulation

indicate that their RS-AF with OPA achieves the full diversity for multiple relays sce-

nario. Elrabiei et al. proposed an energy-efficient cooperative multicasting scheme that

selects relay nodes based on their location, channel condition, and coverage [42]. They

considered Worldwide Interoperability for Microwave Access (WiMAX) single frequency

networks, and simulated a nearest neighbor protocol and transmission radius Relay Agent

(RA) selection algorithm, including two further optimized versions of them based on the

transmission range of relay node and the instantaneous channel state information. These

schemes assumed a mobile environment and a relay infrastructure that have plentiful

resources. Moreover, most of these studies focused only on improving performance of

relaying transmissions in terms of latency and throughput, but did not consider both

transmission reliability and power consumption. In contrast, a WBAN consists of nodes

that have limited resources and requires low overhead and low power consumption on

relay nodes.

In general, nodes in WSNs have limited resources. To overcome this problem, there

are a number solutions on relay node selection and routing protocol for WSNs. Tuah et

al. proposed a relay node selection scheme to minimize power consumption and extend

network lifetime in cluster-based WSNs with heterogeneous sensor nodes [43]. They as-

sumed that the placement of relay nodes in the network is important when each node has

different capacity. To achieve energy efficiency, the authors proposed a three layered archi-
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tecture and two algorithms called Highest Energy Levels Relay Selection’ and Minimum

Energy Over Distance Rate Relay Selection. These algorithms first select cluster heads

and then select a relay node from the selected cluster heads. M. de Graaf intoruced an

analytical model to maximize network lifetime for various clustering algorithms, which

is related to the research on hierarchical routing protocols for wireless sensor network

[44]. The author constructs a general power consumption model and performs numerical

analysis for two different cases (fixed and uniformly distributed power case, and geomet-

rical power case). However, due to the different requirements of a WBAN, such as rapid

channel variation due to postural body movement, more constrained energy consumption

requirement, and small-scale high-density network, existing schemes for WSNs cannot

satisfy the requirements of WBANs.

A number studies have been done to extend the network lifetime of WBANs using

relay nodes [45, 46, 47, 48]. Ehyaie et al. proposed a method that employs optimal

power allocation with the constraint of targeted outage probability to minimize energy

consumption [45]. The method considers two strategies – power allocation with and

without posture state information. An on-body packet routing algorithm for WBAN was

considered in [46]. To avoid packet loss due to frequent postural network partitioning,

the authors presented Relative LOCation based Forwarding (RLOCF), where network

partitioning pattern was measured and analyzed based on experiments. Elias et al. in-

vestigated the effect of adding a relay network to the network of body sensors to reduce

energy consumption [47]. The authors defined a relay node that only has relaying capac-

ity without sensing capacity. In their method, when the network is initialized, a network

topology is constructed based on the predetermined number of relay nodes and their lo-

cations. However, their study only focused on the initial locations of nodes and does not

take into account frequent link loss due to human activity and postural movement. In

an another perspective, a WBAN standard-based energy efficient two-hop star topology

extension was proposed in [48]. This scheme assumes that the coordinator is capable
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of transmitting data directly to all of the sensor nodes without relay nodes, which will

increase power consumption and the cost of nodes. Moreover, they did not consider how

to efficiently select relay nodes.

As mention above, existing relay node selection and routing schemes cannot be di-

rectly apply to WBANs due to different communication environment and requirements.

Therefore, a relay node selection scheme that satisfies the requirements and characteris-

tics of WBAN is necessary. To provide reliable communication with low delay, a relay

node selection method for WBANs should consider various factors for different scenarios,

such as dynamic link losses due to intra-network mobility. Table 5.1 indicates summary

of above related works.

5.3 Proposed relay node selection

Our proposed method focuses on adaptively satisfying the requirements of WBANs to

prolong the network lifetime and improve reliability in situations where signal attenuation

and link loss occur frequently due to dynamic node mobility.

Figure 5.2 illustrates the proposed AHP-based Flexible Relay Node Selection scheme.

First, when a node looses its direct link to the coordinator, the discovery of relay can-

didates is initiated by a simple control message exchange. Second, among the available

relay candidates, the node decides on a relay node using AHP and establishes a relay

link with the selected relay node. Finally, the recovery of the direct link between the

coordinator and the node, if possible, is carried out.

The proposed method is implemented using the following three modules: Relay Can-

didates Discovery, AHP-based Relay Node Decision, and Direct Link Recovery. The fol-

lowing subsections provide detailed discussions of the three modules.
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Figure 5.2: Overall sequence of the proposed scheme.

5.3.1 Relay candidates discovery

Relay Candidates Discovery is performed using a control message called RelayNodeDis-

covery. If the node does not receive a BEACON or an ACK message, it broadcasts

a RelayNodeDiscovery message to neighboring nodes and sets the DiscoveryTimer. Our

scheme only selects on/around-body devices as relay nodes. This is because in-body med-

ical devices have small battery capacity and their replacement requires surgery, and thus

it is impractical to use these devices as relay nodes.

When the relay candidates receive the RelayNodeDiscovery message, each relay can-

didate i sends a RelayInfo message, which contains average SNR value, total traffic load,

and remaining energy ratio.
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Average SNR for node i, AvgSNRi, represents SNRs of the coordinator and the node

relative to a relay candidate, and is given as

AvgSNRi =
SNRi→cord + SNRi→node
SNRi→cord × SNRi→node

, (5.1)

where SNRi→cord is the SNR from the coordinator to the relay candidate i and

SNRi→node is the SNR from the relay candidate i to the node.

The total traffic load of the relay candidate i, TLtotali , is defined as

TLtotali =
1

TLi +
∑
TLRelayingNode

, (5.2)

where TLi denotes the relay candidate i’s own traffic and TLRelayingNode denotes

traffic load of the other nodes that communicate with the coordinator via relay candidate

i.

The remaining energy ratio of node i, ERatioi , is defined by the following equation:

ERatioi =
EResti

EIniti

, (5.3)

where EResti and EIniti represent the residual and initial energy of node i, respectively.

When the DiscoveryTimer expires, the node constructs a table of relay candidates

based on received RelayInfo messages, and then selects a relay node using the AHP-based

relay node decision model that will be explained in the next subsection.

5.3.2 AHP-based relay node decision

The AHP is a multiple criteria decision-making method that decomposes a complex prob-

lem into a hierarchy of simpler and more manageable sub-problems [49]. These sub-

problems are referred to as decision factors or criteria, and each factor is given a weight

according to its relative importance to the problem. Consequently, the importance of

each factor to the problem is synthesized to find the best solution.

Our proposed method uses AHP to determine the weights of the relay candidates

according to which next hop is selected when a relay link is established. Figure 5.3
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Figure 5.3: AHP hierarchy for relay node selection.

shows the AHP hierarchy model for the relay node selection. In the model, the goal

of the decision “Efficient selection of relay node” is at the top of the hierarchy. The

average SNR, traffic load of the relay candidate, and remaining energy ratio are taken

into consideration as the decision factors, which are in the middle level of the hierarchy

model. The bottom level consists of m alternative relay candidates to be evaluated. Based

on the pre-constructed AHP hierarchy model, the weight acquiring process is carried out

using the following three steps:

1. Collect information and formulate the relay node selection problem as a decision

hierarchy of independent factors.

2. Decide and calculate the relative local weights of decision factors or alternatives of

each level.

3. Synthesize the above results to determine the overall weight of each alternative

nodes and choose the one with the largest weights as the appropriate relay node.

The local weights consist of two parts: The weight of each decision factor to the goal
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and the weight of each candidate to each decision factor. Both are calculated using the

same procedure. Taking the former as an example, the following describes the procedure.

An evaluation matrix is developed using a pairwise comparison of each decision factor

under the topmost goal. The comparison results are generated by asking questions, such

as “Which is more important and by how much?”, and are presented as a square matrix

A given by

A = (aij)3×3 =


a11 a12 a13

a21 a22 a23

a31 a32 a33

 , (5.4)

where aij denotes the ratio of the ith weight factor to the jth weight factor, and n is

the number of factors. Each weight factor is decided by the user or the service provider

based on the fundamental 1 to 9 scale, which can be used to rank the judgments as

shown in Table I. The smaller weight in a pair is chosen as a unit and the larger weight

is estimated as a multiple of that unit, and then a number is assigned based on the

perceived importance. Similarly, the reciprocals of these numbers can also be used to

show the inverted comparison results. Thus, a reciprocal matrix can be obtained where

the entries are symmetric with respect to the diagonal.

For the matrix A, its eigenvalue is calculated based on the equation AW = λmaxW ,

where W is a non-zero vector called eigenvector, and λmax is a scalar value called eigen-

value. After normalizing the eigenvector W , the elements of W are regarded as the

approximate local weights of the decision factors expressed as

W T
j = (wα, wβ, wγ), (5.5)

where wα, wβ , and wγ are approximate local weights for the average SNR, traffic load of

the relay candidate, and remaining energy ratio, respectively.
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Table 5.2: A fundamental 1 to 9 scale

Number Rating Verbal Judgment of Preferences

1 Equally preferred

3 Moderately preferred

5 Strongly preferred

7 Very strongly preferred

9 Extremely preferred

Table 5.3: Consistency index

n 1.2 3 4 5 6 7 8 ...

RI 0 0.58 0.9 1.12 1.24 1.32 1.41 ...

If every element in Eq. 5.4 satisfies the equations aij × aji = 1 and aik × akj = aij ,

the matrix A becomes a consistency matrix. Unfortunately, the evaluation matrices are

often not perfectly consistent due to people’s random judgments. These judgment errors

can be detected by a consistency ratio (CR), which is defined as the ratio of consistency

index (CI) to random index (RI) as shown below.

CR = CI/RI, (5.6)

where RI is given in Table 5.3[49], and CI is defined as

CI = (λmax − n)/(n− 1), (5.7)
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where

λmax = (1/n)
n∑
i=1

(AW )i/Wi. (5.8)

When CR ≤ 0.1, the judgment errors are considered to be tolerable, and the weight

coefficients of the global weightWj becomes the weights of decision factors under the top-

most goal. Otherwise, pairwise comparisons need to be adjusted until matrix A satisfies

the consistency check.

From the above steps, not only the weights of decision factor from Wj towards the

topmost goal can be obtained, but also the weights of the candidate nodes towards each

factor. As an example, suppose a node has four neighbors in a WBAN. Then, the weights

of four alternatives under the three factors result in a 3 × 4 matrix, denoted as wnij ,

shown below.

wnij =

Average Traffic Remaining

SNR Load Energy


n1 w11 w12 w13

n2 w21 w22 w23

n3 w31 w32 w33

n4 w41 w42 w43

(5.9)

where n1, n2, n3, and n4 denote the candidate relay nodes.

The global weight of each sensor node can be derived by multiplying the local weight

to its corresponding parent. As a result, the final weight matrix wni is calculated as

wni = wnij · wj , (5.10)

where each alternative neighbor’s final weight is calculated as

wni =

3∑
j=1

wnij · wj . (5.11)
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The larger the final weight of the neighbor node, the higher the importance it has

towards enhancing the performance of network lifetime or reliability. Thus, the neighbor

with the largest weight is selected as the relay node.

The following example illustrates the AHP process, where the matrix A is determined

according to Eq. (5.4) and shown below:

A =

Average Traffic Remaining

SNR(α) Load(β) Energy(γ)
α 1 1/2 1/4

β 2 1 1/2

γ 4 2 1

(5.12)

where the three criteria are denoted by α, β, and γ.

In this example, the service provider regards energy consumption as the most sig-

nificant criterion, traffic load as the second important criterion, and the average SNR

as the third important criterion, and their overall relative importance α:β:γ is given as

4:2:1. Therefore, relative importances of the three possible pairs of criteria α:β, β:γ, and

γ:α are 1:2, 1:2, and 4:1. Based on this assumption, the eigenvector can be calculated

as W = (0.142857, 0.285714, 0.571429), which indicates the local weights of the average

SNR, traffic load, and remaining energy, respectively. Based on this, it is clear that the

remaining energy is the most important criterion, and the average SNR is the least im-

portant. According to Eq. (5.8), the eigenvalue is λmax = 3.0. Consequently, consistency

ratio can be calculated as CR = 0.0 < 0.1, thus matrix A satisfies the consistency check.

Information of each relay candidate determines the weight matrixes of alternatives

under the three factors, and then global weight is obtained based on its specific situation.

Finally, its eligibility as a relay node can be decided by the AHP hierarchy model.

Afterwards, the node sends a ReqRelaying message to the selected relay node, and the

relay node inserts the node’s information into its RelayTable. Then, the relay node can
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pass on BEACON, DATA, and ACK message between the coordinator and the node.

5.3.3 Direct link recovery

Since the network conditions continuously change, the disconnected link between the co-

ordinator and the node may be recovered. If no attempt is made to recover the direct link

even when it is possible, the relay node will consume unnecessary energy and transmission

latency will increase. For this reason, the Direct Link Recovery algorithm is proposed.

Figure 5.4 shows the details of the Direct Link Recovery algorithm. The first case

represents the direct link recovery process from the perspective of the coordinator. If the

coordinator overhears a DATA frame from the node to the relay node, it designates the

node as the destination for an ACK frame. After the node receives the ACK frame, it

checks the information in the received frame and directly communicates to the coordina-

tor. The second case represents the direct link recovery process from the perspective of

the node. If the node can overhear a BEACON or an ACK frame from the coordinator,

then the node recovers the direct link to the coordinator. Meanwhile, the relay node re-

leases the node’s information in the RelayTable when it overhears a BEACON, an ACK,

or a DATA frame.

5.4 Performance evaluation

This section discusses the performance evaluation of our scheme through simulation using

various scenarios. As mentioned in Section 5.2, network environments of existing relay

node selection schemes and routing protocols for ad-hoc, cooperative communication,

cognitive radio, and WSN [35, 36, 38, 42, 43, 37, 44, 39, 40, 41] are different from WBAN.

Moreover, requirements of WBAN is more strict than existing works. Therefore, they are

not suitable to be directly applied to WBAN environment. In addition, relay selection

schemes for WBAN [45, 46, 47, 48] also cannot be considered as subjects of a comparison
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Figure 5.4: Pseudo-code algorithm for Direct Link Recovery.
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for the simulation due to their strong assumptions. By these reasons, we compared with

the two-hop star topology extension scheme in the IEEE 802.15.6 standard. The proposed

method is implemented with OMNeT++ [51].

5.4.1 Simulation model

In our simulation, sensor nodes are randomly deployed in a circular area with a radius of 3

m. The coordinator is placed at the center of the network, and the number of sensor nodes

is 20. The transmission range of the sensor nodes is 3 m and each has 1 mJ as the initial

energy. The default network is a one-hop star topology and the sensor nodes periodically

generate 240 bytes of data. Link loss occurs uniformly on every link in the network with

a percentage. Note that we consider 10–90% of link loss rate in order to reflect relatively

critical problem in coexisting WBANs, but 80–90% of link loss rate is not applicable

to real communication environment. The PHY layers of the proposed method and the

IEEE 802.15.6 standard are identical to those of IEEE 802.15.4 [6], and each link state

is decided based on randomly changing SNR values based on the percentage of link loss.

The energy consumption model of LEACH [52] is used to simulate energy consumption

of the sensor nodes. The DiscoveryTimer for the Relay Candidates Discovery module of

the proposed method is set to 1 ms, and the maximum retransmission count is 3.

To evaluate the flexibility and adaptability of the proposed scheme, the following

four scenarios that reflect various real situations in WBANs are defined: Normal Medical

Service, Low Battery, Critical Medical Service, and Emergency. In these scenarios, the

average SNR, remaining energy ratio, and traffic load of the relay candidates are set as

the first, second, and third weight factors, respectively, for the following priority matrixes.

Details of these scenarios are discussed below.

Scenario 1 - Normal medical service: This scenario assumes that a WBAN consists

of typical medical devices, which have enough energy capacity and the same priority

for frames. In this scenario, there are no exceptional situations such as emergency, low
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battery, etc., and thus, the relative weights of all the criteria is the same and the priority

matrix ANormal is set as shown below:

ANormal =


1 1 1

1 1 1

1 1 1

 (5.13)

Scenario 2 - Low battery : This scenario assumes that the remaining energy in the

network is low. Therefore, low power consumption is more important than Scenario 1,

and the relative weight for the remaining energy should be higher than other criteria.

Thus, the priority matrix ALowEnergy is set as follows:

ALowEnergy =


1 1 1/5

1 1 1/5

5 5 1

 (5.14)

Scenario 3 - Critical medical service: This scenario considers some medical devices

that are critical to a user’s health, referred to as Critical Medical Devices, and require

reliable communication. Therefore, this scenario rates the communication reliability as

a top priority, and the priority matrix ACritical is defined to guarantee high reliability of

critical medical data. The priority matrix ACritical is expressed as follows:

ACritical =


1 5 5

1/5 1 1

1/5 1 1

 (5.15)

Scenario 4 - Emergency : In this scenario, a WBAN must be able to guarantee prompt

and reliable transmission during an emergency situation. A WBAN should immediately

handle situations when devices sense irregular data during monitoring of vital signals.

Otherwise, user’s critical requests may not be delivered. Based on this, the priority

matrix AEmergency shown below reflects the importance of link quality and traffic load:
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Figure 5.5: Packet Reception Ratio (PRR) vs. percentage of link loss.

AEmergency =


1 1 5

1 1 5

1/5 1/5 1

 (5.16)

5.4.2 Simulation results

Figure 5.5 compares the PRR values of the proposed scheme and IEEE 802.15.6 as a

function of the percentage of link loss for the four scenarios. In general, Scenarios 3 and

4 outperform other scenarios since their priority matrices reflect the fact that reliability

is more important than energy consumption. On the other hand, Scenario 2 shows the

lowest PRR for the proposed scheme. However, since the proposed scheme reflects both

average SNR and traffic load into the selection of relay nodes using AHP for all the

scenarios, it can provide PRR of up to 90% until the percentage of link loss falls below

60%. In contrast, PRR of IEEE 802.15.6 decreases linearly as the percentage of link loss

increases, which is due to the fact that link states are not considered in IEEE 802.15.6.

Figure 5.6 shows the average power consumption of the proposed scheme and IEEE
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Figure 5.6: Average power consumption vs. percentage of link loss.

802.15.6 for Scenario 1 as a function of the percentage of link loss. The average power con-

sumption for the proposed scheme decreases until the link loss reaches 40%, but increases

afterwards. The decrease in the first half occurs because the proposed scheme dynami-

cally selects relay nodes when link losses occur, and this leads to reduction in the number

of retransmissions. In addition, the number of additional control messages exchanged

decreases as the link loss ratio increases because the number of available links decreases.

Based on this, the average power consumption of the proposed scheme decreases when

link loss increases. However, the average power consumption of the proposed scheme

drastically increases when link loss is more than 40%. This can be explained by the fact

that the number of retransmissions rapidly increases in situations where link loss is fre-

quent. On the other hand, the average power consumption of IEEE 802.15.6 increases

linearly as the percentage of link loss increases, and it is always higher than the proposed

scheme. This indicates that proposed scheme can achieve better energy efficiency than

IEEE 802.15.6 despite the overhead due to control message exchanges.

Figure 5.7 tracks the number of live nodes as simulation progresses when the percent-
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Figure 5.7: Number of live nodes vs. time.

age of link loss is 40%. The number of retransmissions for IEEE 802.15.6 is larger than

the proposed scheme since it cannot dynamically handle link loss among the coordinator,

relay nodes, and nodes. Therefore, the proposed scheme maintains a higher survivable

rate of nodes by considering the remaining energy. In particular, the results of Scenario

2 show the longest network life time since remaining energy has a higher weight than

average SNR or traffic load. Since IEEE 802.15.6 does not consider the remaining energy

of relay nodes, the energy consumption increases resulting in shorter network lifetime.

The average delay of the proposed scheme and IEEE 802.15.6 as a function of the

percentage of link loss is shown in Figure 5.8. The proposed scheme shows lower delay

compared to IEEE 802.15.6 due to the fact that it considers traffic load as a link quality.

Both Scenarios 3 and 4 give higher weight to the average SNR value, and this results

in better performance. Scenario 4 assumes an emergency situation, which requires low

delay and high reliability, and hence average SNR and traffic load are highly weighted.

Consequently, this leads to the lowest delay for Scenario 4.

In summary, IEEE 802.15.6 shows the worst performance in terms of PRR, average
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Figure 5.8: Average delay vs. percentage of link loss.

power consumption, network lifetime, and average delay since it does not consider how

a relay node should be selected. In contrast, the proposed scheme dynamically selects

relay nodes using AHP, which considers average SNR, traffic load, and remaining energy,

and thus guarantees high reliability, low power consumption, and low delay. As a result,

the proposed scheme can flexibly satisfy various requirements for different scenarios in

WBANs.

5.5 Summary

WBANs need to provide ultra-low power consumption and reliable communication be-

tween the coordinator and sensor nodes. However, due to characteristics of the body

medium and postural body movements in a WBAN, link loss frequently occurs causing

additional energy consumption and unreliable communication. To cope with these issues,

this paper proposed an AHP-based Flexible Relay Node Selection scheme for WBANs,

which can be adaptively applied to various situations leading to lower power consumption
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and delay as well as more reliable data transmission. Our simulation results verify that

the proposed scheme significantly improves the power consumption and the reliability of

the system compared with the conventional IEEE 802.15.6 scheme.



Chapter 6
Conclusions and Future work

In this chapter, we conclude from the research results presented in this thesis and suggest

few directions for future work.

6.1 Conclusions

Generally, WBANs are densely deployed in the popular area, and each WBAN has two

different types of mobility due to characteristics of WBAN operations. In this situa-

tion, WBAN dynamically coexists with a number of WBANs, and they may suffer from

interference which causes significant performance degradation, referred to as the Coex-

istence problem. To efficiently solve the coexistence problem in WBANs and to satisfy

requirements of WBANs, the thesis has proposed coexistence mitigation schemes which

focus on MAC protocol in WBANs considering synergy among them. This thesis consists

of three different gradationally approached coexistence mitigation schemes: ’a priority-

based channel access scheme for single channel ’, ’an adaptive channel selection scheme

for multiple channel ’, and ’an AHP-based relay node selection scheme’.

The purpose of the first part is identifying aspects of the coexistence problems in

WBANs which exploit single channel usage and reducing contention complexity on single

channel. Based on analyzing result of aspects of the coexistence problems in WBANs,

the thesis concludes contention complexity in contention-based channel access is a major

issue of single channel coexisting WBAN, and the thesis also sets up the purpose of

84
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reducing contention complexity. To achieve the purpose, the thesis proposes a priority-

based channel access scheme for contention-based channel access on single channel. The

proposed scheme divides a contention-based channel access period into the maximum

four sub-phases according to pre-defined traffic levels and threshold values for latency.

Through performing extensive simulations, the thesis evaluates the performance of the

first scheme that can reduce contention complexity and can improve the communication

performance on single channel communication of coexisting WBANs.

The second part of the thesis propose a channel selection scheme based on adaptive

channel estimation algorithm for multiple channel communication of coexisting WBANs.

The proposed channel selection scheme provides an accurate channel estimation algo-

rithm which performs two-state Markov model based on exponentially controlled channel

history table. By exploiting the second scheme, a WBAN can use different communi-

cation channel from neighbor WBANs, and thus coexisting WBANs efficiently mitigate

interference from each other.

According to the first and the second scheme in the thesis, coexistence problem for

both single and multiple channel communication can be solved. However, channel condi-

tions of WBANs frequently change due to postural body movement, and it causes frequent

link losses. To solve these problems, the third part of the thesis proposes a relay node

selection scheme based on AHP. The proposed relay node selection scheme can provide

a choosing method considering a multitude of decision factors, such as average SNR, re-

maining energy, and traffic load. In addition, the proposed scheme can adaptively satisfy

the requirements of WBAN in various scenarios.

Based on these three different interference mitigation schemes for coexistence problem

in WBANs, the thesis proposes an interference mitigation framework for WBAN MAC

protocol considering with organic operation among them, which may create synergy ef-

fects for handling coexistence problem in WBANs. Figure 6.1 illustrates the proposed

interference mitigation framework for WBAN MAC protocol.
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Figure 6.1: The proposed interference mitigation framework for coexisting WBANs.

6.2 Future work

This thesis aims to mitigate the coexistence problem in WBANs from the perspective of

MAC protocol, and the proposed schemes in the thesis make a synergy effect against the

coexistence problem in WBANs. Although the proposed schemes can solve the coexistence

problem and can improve communication performance of coexisting WBANs, however,

the requirements of IoT-based healthcare systems are changing because a number of

novel services are created and these services require exploiting a number of different

communication technologies.

From these reasons, I plan to extend my research issue into three different directions in

the future. The first direction is closely related to an advanced study for the coexistence

problem in WBAN. Actually, operating environment of WBANs is congested due to its

mobility characteristics, and this phenomenon may be more complex through arriving

IoT ages, the next generation communication paradigm. However, studies for coexistence
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Figure 6.2: Frequency band usage of WiFi, BLE, and ZigBee.

mitigation techniques based on practical point of view are not existed because implemen-

tation works of radio frequency (RF) modules based on IEEE 802.15.6 are not completed

yet. Therefore, I will focus on making new angles on the coexistence problem in WBANs

and developing network techniques to improve performance of WBAN considering both

expendability for IEEE 802.15.6-based RF module (developing work will be completed

soon) and more complex coexistence environment which consists of heterogeneous commu-

nication technologies. In addition, I will study for coexistence estimating or recognizing

schemes which may facilitate pre-handling for coexistence problem in WBANs.

The second research direction is coexistence problem mitigation for different wire-

less communication technologies for IoT. Actually, my research topic can be applied to

new communication technologies to provide IoT services because coexistence problem in

wireless communication is major reason of communication performance degradation. For

example, BLE (Bluetooth Low Energy), which is a typical short range and low power

communication technology for IoT, exploits 2.4 GHz ISM bands, all channels of BLE are

shared with WiFi and ZigBee as shown in Figure 6.2. In another case, LoRaWAN, which is

recently completed low power wide area network technologies for IoT, also exploits 800-
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900 MHz bands and it may suffer from interference from other mobile communication

technologies such as LTE-M and GSM. In addition, the IEEE standardization organi-

zation published the IEEE 802.19 Working Group (WG) to solve coexistence problem

among homogeneous or heterogeneous networks in IoT. Based on these research trends, I

will analyze new communication technologies for IoT (e.g., LoRaWAN, BLE), and I will

try to adapt my coexistence mitigation schemes for them.

The last direction for my future work is about a network management technique to

satisfy requirements from target applications. In my Ph.D. candidate period, focusing

range of my research has been extended from WBAN to IoT, and I recognized that recent

researches for networking techniques tend to be concentrated in narrow senses because

important performance factors of access networks are closely related to requirements of

target applications. However, not only that they cannot be combined in some conditions

but also they cannot be applied commercial network services flexibly, and thus devel-

oping an integrated and flexible network management scheme for different applications

are necessary. Therefore, I will track recent research trend such as IoT and CPS (Cyber

Physical System), and I will attempt to apply varying decision-making or learning tech-

niques based on raw network information, which can be naturally collected during basic

communication procedure, to different network services.
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